INSTALLATION &
OPERATION MANUAL

MPEG-4 |IP CAMERA

High Resolution Day & Night (PoE)
DDK-1500

(NTSC)

ad this manual completely






Table Of Contents

SAFETY PRECAUTIONS ..ottt e e e e eens 3
1. PRODUCT FEATURES. ... .o 4
1.1 PRODUCT INSTRUCTIONS ....uuueiiieei ettt e e e et e e e e e e eee e e e e e e eeenaaaans 4
1.2 PRODUCT FEATURES ... oottt ettt e e s e e 5
1.3 TECHNICAL SPECIFICATIONS ...t 5
2. DESCRIPTION OF THE FRONT/REAR VIEW. .......cooveieiiiiiiiiiieeee e 7
2.1 FRONT PANELAND REAR PANEL .....cooviiiiieieeeieeeee e 7
2.2 FLANK PANEL ..., 8
2.3 THE USB FUNCTION ...ttt e e e 9
2.4 POE (POWER OVER ETHERNET)....uviiieieiiiiiiieeee e e e e e e e e e e 10
B INSTALLATION Lot e e e e e e e e e aaeeaans 11
3.1 CONNECTING WITHAN NVR ... 11
3.2 CONNECTING WITHADVR ... 11
3.3 CONNECTING WITHAMULTIPLEXER ......cocomaeeeeeeeeeeeeeeeeeee 12
3.4 UPDATING SYSTEM SOFTWARE........co oo 12
3.5 IP CAMERA SD CARD TROUBLESHOOTING ......c.cevvuuieieeeeeeieeiiieeeeeeneens 14
4. Network Configuration ... 15
4.1 CABLE CONNECTIONS .. .cottuuuiieeeieeeetee s e e e e eeeeete e e s e e eseeeana s e eeseeensaanns 15
4.1.1 CONNECE 0 @ COMPULET ...vevveieeiisieceteceie ettt ettt ettt ee e e b e e b e eeneseeneneenennen 15
4.1.2 Connect to @ LAN HUD (INTRANET) ..ottt 16
4.2 CONFIGURE YOUR IP CAMERA NETWORK SETTINGS.....cccuvvereeeeeeeennnnn. 17
4.2.1 ENADIE DHCP FUNCLION ......cviviectiectitete ettt ettt sttt ettt sttt ese e bt estesesaenesnennenn 17
4.2.2 SBEIP AGAIESS ..ottt ettt ettt et e bt e at et e it et e st et e etesaeebeebeaasebsers et ebenteeaesbeebeeaesaeeteens 17
4.3 TCP/IP COMMUNICATION SOFTWARE ......iieiiietieeeeeeeeeeieee s e e e aeeeaennnns 19
4.4 TCP/IP INSTALLATION ...ovittuueieeeieeeteiee e e e e eeeeete e e s e e e s eeeaaae e e e e e eeenannnes 20
4.5 TCP/IP CONFIGURATION SETTING ..oeuuuieeeeeeeeeeeeee e 21
4.6 CONNECTION TESTING ....ccvtuuuiieeiieeeetee e e e e e e eeeete e e e e e e e eee s e e e e eeensannns 22



5. Operating Instructions for Image Software and Network.................. 24

5.1 MICROSOFT INTERNET EXPLORER ........cccoiiiiiiiiiiiieieeeeeeeeeeeeeeeeeeeeeee 25
5.1.1 CONNECLING the 1P CAMEIA .....c.vicveiiiiiresiet ettt 25
5.1.2 Change IMage SELHNG .....ceeiririeeeieiirisieteee ettt e e es s s esesese e e saesesenennnns 27
5.1.3 Change the NEtWOIK SEEHING ......c.ceiiriiiieieieiritseee ettt 30
5.1.4 Change the SYStEM SEIING .....covvveveueriirieieiee ettt 39
5.1.5 Change the APPliCation SEIING .....vvovvvereiiiiririeieeiri sttt seneas 47
5.1.6 Change the SD Card SEHING .........cciiriiirieiieiiriisie ettt 53
5.1.7 Change the Pan/Tilt SEIING ........ceeirirrieieiiise et 54
5.1.8 PPPOE & DDINS ...ttt 55

5.2 THE IP CAMERA IP SURVEILLANCE ......ccceiiiiieieieieeeeeeeeeeeeeeeeeeeeeeeeeee 57
5.2.1 Introduction t0 IP SUINVEITIANCE .......c.cvriiiiiciiiiecc et 57
5.2.2 Install the IP surveillance in YOUE PC..........ccoviiiiiciiiiirsee sttt 58
5.2.3 Login the Network Camera SOTEWAIE............ccoiriiriririeieiriresie ettt 59
5.2.4 OPEIALION ...ttt bbbt bbb e bR bRt b bbbt n bRt 62
5.2.4 THE IMAGE VIBWET ......evevieeiiieieieiee ettt ettt a st e s ns st esese e e sesesenennnas 79
6. ADVANCED OPERATION ....ciiiiiiiiiiiiiiiiiiiiieieteteieieteeeeeeebsbevebebebsbeneeneeenees 80
7. SPECIFICATIONS . ...ttt 83
8. FuNctions of ClieNt PC.......ooiiiiiiii e 84
APPENDIX 1. —SCANIP ... 85
APPENDIX 2. —IP camera UPNP HOW TO.....cccooiiiiiiiieeeeee e, 88
APPENDIX 3. =The ARP fUNCLION ... 98
APPENDIX 4. —Register as a DDNS member ........cccccciiiiiiiiiinneannnnnes 100
APPENDIX 5. -MPEG4 Bit Rate Lookup Table of IP camera............... 104
APPENDIX 6. =FAQ ...ttt 105



SAFETY PRECAUTIONS

All the following safety and operational instructions to prevent harm or injury to the operator(s) or

other persons should be read carefully before the unit is activated.

WARNING
® To prevent fire or shock hazard, avoid exposing this unit to rain or moisture.
o Do not block ventilation openings.
L] Do not place anything on top of the unit that might spill or fall into it.
L] Do not attempt to service this unit yourself, as opening or removing covers may

expose you to dangerous voltage or other hazards. Please refer all servicing to

your distributor / retailer.

o Do not use liquid cleaners or aerosols for cleaning.
o To prevent fire or electric shock, do not overload wall outlets or extension cord.
° This unit must be grounded to reduce the risk of electric shocks.




1. PRODUCT FEATURES

1.1 Product Instructions

This user-friendly device combines cutting-edge sophistication with practical reliability and
convenience, high performance with smooth remote communication. Just plug in the network
cable!! You'll get live streaming Video & Audio anytime any place! You'll have security you can rely
on! The especially high resolution has 520 TV lines, a built-in web server and a Network interface to

connect you with the Internet securely and fast.

Other special features include the masking of personal private images with flexible mask-area
positioning and size, the self-downloading automatic video codec and other components, and the
whole unit is very easy to set up. You can access the network to get smooth images through the
real-time and synchronized audio / visual stream provided by the device, because it supports two
compression modes, the MUPEG and the MPEG4 -- you can change from one to the other as you
wish. The MPEG4 file format is a very small size file, so it can save more images over a longer time
and can be set extremely fast. The device also has a built-in website server providing many Internet
functions and protocols, including the MDIX protocol which recognizes both the normal and the

crossover cables, either of which can connect up with an ipxcam.

We hope this device makes it easier for you to get your IP address information. This unit supports
the USB interface which helps you to very easily get an IP address to open the IE browser: just type

in your IP address to the browser and you can access your ipxcam.

The device can hopefully provide the advanced motion detection function to improve your network
surveillance with both the powerful and enhanced multi-zone and multi-sensitivity modes of
detection. We believe this day & night ipxcam is the right answer to all your network surveillance

problems. Try it and you'll see.

Note: Our camera already has a built-in refocus for its Day and Night function. So users
don't need to have an IR lens in this camera, they can just use a normal lens. If an IR

lens is used, the focus will become blurred.



1.2 Product Features
e 1/3" SONY Super HAD CCD.
® Mechanical IR Cut Filter.
e MPEG4 / MJPEG video compression.
e High resolution: 520 TV
e Supports POE.
e Embedded web server.
e Supports a built-in microphone.
® Supports motion detection.
® Supports the SD card for alarms & scheduled recording.
e Supports USB interface for basic network setup.

e Supports day & night function.

1.3 Technical Specifications

General:
« Built-in Web Server and network interface. You don’t need a PC to operate.
Installation:
+ Fast and simple installation — connect to your network and assign an IP address within a
minute. The null modem cable enclosed helps you to set up without a network.
Camera:
Digital, 24-bit color.
Image sensor:
+ 1/3 inch Sony Super HAD CCD sensor.
+ MPEG4 resolution (pixels): 640x480, 320x240
Exposure:
+ Automatic AGC.
+ White Balance: Indoor installation.
+ Exposure times: 1/60-1/100,000s.
Sensitivity:
+ Minimum lllumination: 0.5 Lux. F1.2
Image:
- Image frame rate: up to 30 frames/second.

+ Supports two compression modes, the Motion - JPEG and the MPEG4.
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-5 levels of compression provided. The file size of an M-JPEG compressed image depends
on the image’s actual content. Images with a lot of detail will generate bigger files. The
level of compression determines the image quality. High compression requires smaller
files while low compression gives you finer image quality along with bigger files. The
table below contains the average file size in Kbytes, derived from real life tests.

General I/O:

- Input/Output connector to trigger the camera vis-a-vis external events, for instance a door
sensor with a solenoid.

System Requirements:

- Compatible with operating systems such as Windows 2000 and Windows XP.

+ Internet Explorer 6.x.

+ Non-network modem installation needs Windows PC.

Supported Protocols:

+ TCP/IP, DHCP, HTTP, UDP, SNTP, ICMP, DDNS, DNS, UPnP

Security:

- Password protection available, unless exposure is preferred.

Connections:

+ RJ 45 twisted pair cable, 10/100 Mbit Ethernet network connection.

» Input/Output connector to trigger the camera vis-a-vis external events.

Operating Environment:

+ Operation temperature: 41-122° F (5-50° C).

+ Humidity: 20-80% RHG, non-condensing.

WARNING: Avoid aiming the camera at the sun or other extremely bright lights.
Irrespective of whether the camera is used or unused, the CCD image sensor may be
damaged if exposed to very bright objects. Dimensions and weight are as follows.

Dimensions / Weight:

+ Height: 55 (mm)

+ Width: 95 (mm)

+ Length: 62 (mm)

+ Weight: 306 g

(Not including power supply and mini-tripod.)

Accessories Included:

+ CD-Rx 1

- Power supply: 12V DC/2A.

« Instruction manual.



2. DESCRIPTION OF THE FRONT/REAR VIEW

2.1 Front Panel and Rear Panel

-- Front Panel --
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1 MICROPHONE: The IP camera has an additional audio function. The device has a
microphone built into its front panel which records sound.

2 Plug Inlet: ADC 12V inlet that connects to an external power supply.

3 ETHERNET (PoE): This is a standard RJ-45 connector for 10/100 Mbps Ethernet networks.
PoE (Power over Ethernet) function: Provides power to the device via the same cable as
used for the network connection.

4 AUDIO OUT Connector: The connector provides the unit’s audio signal to a speaker.

5 VIDEO OUT Connector: The connector provides the unit's composite video signals to a
monitor.

6 POWER indicator: Indicates the power status of the unit. The green light indicates the unit
is activating. The red light indicates the power is on and the SD card cannot be removed.

7 LAN indicator: Indicates the LAN status of the unit. The green light indicates the 100 Mbps
Ethernet network is activating. The red light signals the LAN is data linking.

8 SD CARD slot: This is used for system software updating and archiving / accessing critical

images.



2.2 Flank Panel

-- Left Flank Panel -- -- Right Flank Panel --
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1. Lens Mount: This IP camera is used with either a C or a CS mount lens.
2. DIP Switch:

1. AES: Auto electric shutter.
13

| 2. DC IRIS: Use an auto iris (DC drive)

3. DHCP: Turn On / Turn Off to use the DHCP protocol. If the switch points
upwards, the device can change the setup of network function
(enable/disable) via the network.

4. STATIC IP: If the switch points down, the device can’t obtain an IP address
2 4 from the DHCP server. This option is needed to configure the
network communication settings.

3. ALARM I/O: This is a 6-PIN connector including the ALARM IN/OUT, ALARM RESET
and GROUND items for connecting with external devices.
® RS485 pin: D+
® RS485 pin: D-
® GND: Ground Contact.
® ALARM IN (INPUT): This is an alarm input which can be programmed in the menu

-------- 5V

system to Normally Open or Normally Closed. (L _....._. oviactive) )
® ALARM OUT (OUTPUT): This is an alarm-output trigger. Connect this to external
devices such as buzzers or lights. ( ~ L_____7. ZX(AC.WE) )

® ALARM RST (RESET): This pin connects to an alarm-clear device for clearing an
5V

alarm. (7 L__22T070 ovaene )

4. RESET: Recover to factory default.

5. 5pin MINI USB Port: The user can use a USB device cable to connect the IP camera to
the USB port on the PC.

6. ALC VR: Iris control VR.
When an auto iris (DC Drive) lens is used, this VR is used to adjust the iris for different
lighting environments. Adjust the VR clock-wise to open the iris and counter-clockwise
to close the iris of the camera.

7. IRIS: Auto iris connector.
This camera works with a DC drive auto iris lens. Please refer to the pin assignment

marked on the camera when connecting the auto iris lens.



2.3 The USB function

By connecting the IP camera with a PC via the USB connector, the IP camera can provide two

different functions.

1. Insert an SD card: As a card reader.
Insert an SD card into the IP camera, then connect to the PC. You might transfer files between
the SD card and the PC. Once you've connected your IP camera to your computer, the
Windows system will detect the connection and ask you what you want to do with your SD
card.
In another words, if the user connects the IP camera with an SD card and the PC via the USB
connector, the IP camera can be used as a normal card reader.

2. Remove an SD card: As a configuring tool.
Before using the USB configuration setting page, please remember to remove the SD card or

your PC will read the SD card and won'’t show this window.

USB Confignration v1.01 EEE USB Confignration v1.01 EEE
Title A Title
DHCP DHCP
1P Address J_ ’_ l_ J— 1P Address W ,155_ ]1_ Jyg— /_ Network
Metmask ’7 ’7 ,7 ’7 Hetmask 255 255 255 10— Setti ng
Gateway [ [ [ Gateway o [ies s
DNS Server Ji ’7 ,7 ’— DNS Server 19z 168 h— ’5—
FTTF Port ﬁ_ FTTF Part I
PPPOE Enable  [orr B PPPOE Enable  [orr =
o J e _ \_
passwrd | e PPPoE
Mods Setting e Mods Setting : o ng Settin g
ESSID J ESSID J
Charrel ‘ B Charrel ‘ B
WEP Key £ Disable. c WEP Key r i c
Defsutksy (o3 r r Defalk ksy o & c
Keyl J Keyl J
Keyz ‘ Key2 ‘
Key3 ‘ Key3 ‘
Keyd J Kevd J
ExitE) Apphv(a) Ext{E)
DHCP ON DHCP OFF

WARNING: After changing the settings, please click the “Apply” button. All of the

options will be effective after removing the USB connector.



2.4 PoE (Power over Ethernet)

These technologies will enable the development of new networked appliances, by providing

power as well as data over existing Ethernet cables.

The Summary Comparison of PoE Standards (Table 1) is listed as follows.

Table 1. Summary Comparison of POE Standards

SOURCE LOAD
STANDARD| Source Ethernet RJ-45 connector pin number * REMARKS
Voltage | 1 2|3 4 5 6 7 8 Load | DC Load
Voltage|Connector
IEEE Industry
Standard
802.3af (48 VDC, | RX, | RX, | TX, spare|spare X spare|spare (embedded) for
using data |protected|DC+|DC+|DC- DC-
. embedded
pairs PoE
Industry
80258 |48V DC Standard
S | RX| RX | TX|DC+ |DC+ | TX | DC- | DC- (embedded) for
using spare |protected embedded
pairs POE

The compatible PoE Hubs (Table 2), which can be used with the unit, are shown in the

tables below.
Table 2. Compatible PoE HUB
Manufacturer Model Port Note
FSP-804P 4 Port PoE HUB
PLANET POE-151 1 Port PoE HUB
D-Link DWL-P200 1 Port PoE HUB

Connect to a PoE HUB
The Standard RJ-45 PIN configuration for connecting with a PoE HUB is shown below.

PoE Camera

m— |—|§ To NETWORK

W ) (w
| |

PoE HUB
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3. INSTALLATION

Please follow the instructions and the diagram below to set up the system.

NOTE: The ipxcam is linked by its Video Out connection via a BNC connector to a monitor's
Video In connection. If this connection is there, you can see some information on the
monitor screen, such as the IP camera factory default Static IP address(192.168.1.168).
But the IP camera Static IP address can only appear if there is a connection between the
IP camera and another device. If there is no such connection, the IP camera factory

default Static IP address will not appear on the monitor screen.

3.1 CONNECTING WITH AN NVR

Use a straight LAN cable to connect directly to an NVR.

CAMERA

CONNECT TO ETHERNET

(E
RJ45 CONNECTOR C

VIDEO

©) -

o

CONNECT TO NVR
ETHERNET PORT

Aupio
EHERNET

O e

ooooo
00000

ALARM 10

Q0~O0
098%
SEPR
& 58
00000
00033°

&

o

3.2 CONNECTING WITH A DVR

CONNECT TO VIDEO OUT
BNC CONNECTOR

CAMERA

re
O

—
LE

:

D O

0 0
MUXSVCRIN  MONITOR

CONNECT TO DVR
VIDEO IN

D Carg

FROM MUX
O MAIN MONITOR

R-485

ETHERNET
101100

Rs-

o

ALARI

00000
olges)o
ODOOO
oooo

22

"Hé

M 110 b2y

ﬁ'

[o]
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3.3 CONNECTING WITH A MULTIPLEXER

in SAMERAT
@ AERA2
CAMERA VIDEO OUT BNC CONNECTOR

L T PR T SN

¢ .=
‘O TEEEONOOOOIOOOONIOOOO @

3.4 UPDATING SYSTEM SOFTWARE
If the system software of the IP camera needs to be upgraded, please take the following steps to

safely process it.

Important: Before carrying out the following procedures, please ensure the SD card is

working and the file of the system firmware is intact

1. Format an SD card using the FAT16 format if it is unformatted; there are no limitations to an SD
card’s capacity.

2. Create a directory named IPXCAM in the SD card if it does not exist.

3. Copy the file of UPDATE.BIN to the IPXCAM-directory.

4. If the IP camera is running, please power it off first.

5. Insert the SD CARD into the IP camera.

6. Remove the Ethernet cable from the RJ-45 port and then power on the IP camera.

7. In5to 10 seconds, a message reading "UPDATE PROCESSING" will show up on the screen on
a blue background; if not, please check out steps 1 to 6 carefully or else inform your technical
support while ignoring the following steps.

8. DO NOT power off the IP camera while this update process is running until the message
"UPDATE OK RESET PLEASE" appears on the screen; it might take 15 to 30 seconds to

appear.

12



9. If the message "UPDATE NG RESET PLEASE" appears rather than "UPDATE OK RESET
PLEASE", please write down the error messages shown on the screen and inform your
technical support, while ignoring the following steps.

10. Power off the IP camera when this update process is finished, then remove the SD card from
the IP camera.

11. Reconnect the Ethernet cable to the RJ-45 port if necessary.

12. Power ON the IP camera and it will work normally if the entire update procedure goes correctly.

13. Verify the version of the system software.

WARNING:

1. Don’t use FAT32 or NTFS or other file formats in step 1.

2. Steps 1to 3 haveto be done on a PC.

3. Make sure the file of UPDATE.BIN is a correct one in step 3, or the IP camera will not
work normally after being updated.

4. If the power of the IP camera is suddenly lost in step 8, please remove the SD card first
and turn on the IP camera next to test its operation. If the IP camera remains working
normally, please go back to step 4; otherwise, please inform your technical support.

5. In step 10, if the SD card is not removed and the IP camera does not get online as well,
the updating process must be repeated again after rebooting the IP camera.

6. Make sure that the SD card is inserted in a correct position in step 5, or the IP camera
will suffer permanent physical damage.

7. If the message "CSUM ERROR" appears in step 8, it implies a problem in the file of
UPDATE.BIN.

8. Don't interrupt the process while the unit is updating itself; proceed with an SD card

not including any system software of the unit, or else the unit will crash.

13



3.5 IP camera SD card Troubleshooting

. Check if the SD card position is correct or not. Please refer to the manual for the related

information.

. After powering the IP camera on, correctly insert the SD card, and a little icon of "SD" will show

up in the upper-right corner of the monitor screen. If not, it means the device detection has failed.

Please contact your technical support and ignore the following steps.

. If no cross sign appears beside the "SD" icon, please go on to the next step. If a cross sign

appears, please check the following:
a. Is it really an SD "Memory" Card?
b. Is this SD card formatted in the FAT16 format?
c. Connect the SD card with a PC and test to see whether the PC can read the data or not.
d. Does this SD card still have the capacity for storing data?
e. Is the SD card set to write?
If all the answers are "yes" but the cross sign still persists, please contact your technical support

and ignore the following steps.

. Please make sure the function of "SD CARD ENABLE" is activated in the ALARM and

SCHEDULE pages if no cross sign appears beside the "SD" icon on the screen.

. After recording, read the data on the web page of "sdget.htm". If the data cannot be read through

the network, please read it instead in a PC, check the data stored in the "IPXCAM" directory and

contact your technical support regardless of whether there is data or not.

WARNING:

1.

4.

Performing this troubleshooting process may need a monitor, a PC, a card reader and
some cables.
If the SD card is removed while storing or accessing data, the data will be lost.
If there is a cross sign beside the "SD" icon, it means the SD card has been inserted into
the IP camera but cannot perform its writing function. Possible reasons are:

a. Itis not an SD memory card.

b. The SD card is unformatted or formatted in a non-FAT16 or non-FAT12 format.

c. The file system is damaged.

d. The capacity of the SD card is full.

e. The SD card is set to be read only.

Turn off the power before inserting the SD card. Otherwise the unit may shut down.

14



4. Network Configuration

4.1 Cable Connections

Please follow the instructions below to connect your IP camera to a computer or a network and tn

choose a proper RJ-45 cable configuration for connections.

Physical specifications of the RJ-45 cable for Ethernet

Wire Type Cat. 5
Connector Type RJ-45
Max. Cable Length 100 m
Hub Wiring Configuration Straight Through
PC Wiring Configuration Straight

4.1.1 Connect to a computer

Use a straight LAN cable to connect directly to a computer.

TO PC LAN CARD

:

RJ-45

CAMERA

I

N

2345678

e o

—]

IS

H

<4
o
~N
[+

CROSSOVER CABLE PIN CONFIGURATION
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4.1.2 Connect to a LAN Hub (INTRANET)

The RJ-45 PIN configuration for connecting with a LAN Hub is shown below.

TO PC NETWORK CARD

CAMERA
G
——— TO NETWORK

[=!

RJ-45

gt

HUB

uplink
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4.2 Configure Your IP camera Network Settings
Upon connecting with the network hardware, you need to activate the network function and

configure the proper network settings of the IP camera.

4.2.1 Enable DHCP Function

This function can only work if the LAN, which the unit is connected to, has a DHCP server. If the
DHCP server is working, please move the dip switch points up to 3 on the flank panel; now the IP
camera will obtain an IP address automatically from the DHCP server. In that case, please skip

section 4.2.2 (Set IP address) and follow section 4.3 (TCP/IP Communication Software).
4.2.2 Set IP Address
You need to set an IP address for the unit if the LAN unit isn’t connected to a DHCP server.

Otherwise, please follow the instructions given below:

Set the IP, MASK and GATEWAY. The following is a sample setting.

IP: 192.168.1.X
MASK: 255.255.255.0
GATEWAY: 0.0.0.0

NOTE: When only one unit of the IP camera is connected to a computer or LAN, you can
freely assign an IP address for the IP camera. For example, there is arange of IP
camera IP addresses from 192.168.1.1 to 192.168.1.255. You can pick one for use
from the range of the IP. It's not necessary to set MASK and GATEWAY; leave the
settings as default.

When an IP camera is connected to a WAN, you must acquire a unique,
permanent IP address and correctly configure the MASK and GATEWAY settings
according to your network architecture. If you have any questions regarding

those settings, please consult a qualified MIS professional or your ISP.

17



NOTE: When connecting to a network, each connected IP camera must be assigned a
unique IP, which must be in the same class type as your network address. IP
addresses are written as four sets of numbers separated by periods; for example,
192.168.1.1 Therefore, if the connected network is identified as Class C, for
example, the first three sets of numbers of the IP camera IP address must be the
same as the network address. If the connected network is identified as Class B,
the first two sets of numbers of the IP camera IP address must be the same as the
network address. If you have any questions regarding these settings, please

consult a qualified MIS professional or your ISP.

18



4.3 TCP/IP Communication Software

Follow the procedure below to install the TCP/IP communication program in your computer.

Click the Start menu from your computer, and point to the Settings/Control Panel.

@ windows Update

E] FErograms L4
# | Faworites 4
{ﬁ Diocuments

E'H. Settings
@ Find 4
@ Help

2] Run...

trol Panel

Erinters

@Iaskbal & Stark Menu...

_&l Falder Optionz...
E{jactive Desktop

% Windows Update. ..

. Log Off Darlapang...

Shut Do

|& % T

e

Double click the Network icon to enter the windows.

Control Panel =] E3

File Edt View Go Favortes “
. . [ <) X A
Up Undo Dele Froperties
Address | Control Panel ﬂ
SN T
44 EJ
Pazgwards Pawer Printers Fegional
b anagement Sethings
AL,
~a —
Telephony zers WP Client -

«J

1 object(z) zelected

Configures netwc g by Computer

|
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Click the Configuration tag, and check if the TCP/IP is included among the network
components list. If the TCP/IP is included, please process section 4.5. If it is not included, please

follow section 4.4 to install the TCP/IP.

Metwork EH

Canfiguration 1 Identification | Access Control |

The follawing hetwork companents are installed:
= Clignt for Microsoft Metworks

131 NE 2000 Compatible

% IF%/SPX-compatible Pratocal

4 NetBELI

Add, Remove ‘ Properties |

Frimary Metwork Logon:
|Chenl for Micrasoft Networks j

File and Print Sharing.

Description
TCPAP is the pratocol you uze to connect ta the Internet and
wide-area networks.

0k Cancel

4.4 TCP/IP Installation
[Hetwork_ 21|

Configuration | Identification | Access Cartrol

The following netwerk companents are instaled
Client for Microsoft Networks

NE2000 Compatible

IF4/SP-compatible Frotocal

NetBEU

- x|
Click the type of network component you want to install ,—h-
Primary Netwark Logon: Add
Client far Mictosoft Natwork,
ancel
Eile and Print Sharing..
LB 6 olect Network Protocol x|

Click the Network Protocol that you want to instal, then click OK. |f you have:
3 an installation disk for this device, click Have Disl

Manufacturers: Network Protosols:
Baryan 4 R Fast Infrared Protocol |
1%~ IF/5 ¥ compatible Protocel

%™ Microsoft 32.bit DLC

[ Microsoft DLC 5

Have Disk..
([ o ) coneel

6

During the installation, you will be requested to insert the Windows CD-ROM. After installation,

the PC may be restarted.
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4.5 TCP/IP configuration setting

Click Start — Settings — Control Panel — Network.

Select TCP/IP, and then click Properties.
Before processing the IP camera installation in a WAN, please make sure the Internet

connection works properly. If not, please contact your ISP provider.

Network HE TCP/IP Properties HE

Configuration I Ident\f\catinnl Access Contlol' Bindings l Advanced | NetBIDS I

DNS Configuration | Gateway | WINS Configuration ~ IP Address
The fallowing netwark components are installed:

Client for Microsoft Metwarks An IP address can be automatically assigned to this computer.
ME 2000 Compatible If your network does not automatically assign IP addresses, ask.
|P5/5 Pi-compatible Protacol your network administrator for an address, and then type it in
NetBEUI e zece bt

" Dbtain an IP address automatically

——— :
aid. | Remove | ) ~ Specily an IP address:
S
Frimary Network Logan: |P Address: 192.168. 1 2
ICIient for Microsaft Metworks j
S Mok
FEile and Print Sharing..

Description
TCP/P is the protocol you use to connect to the Intemet and
wide-area networks.

Ok | Cancel Cancel

If you are using a DHCP server, please select Obtain an IP address automatically. Any

assigned IP address for the connected IP cameras must be in the same class type as the server.

If there is no DHCP server, please select specify an IP address and type in the IP address of

your PC. This IP address must be different from other network IP devices but in the same class

type.

NOTE: The IP address of an IP camera in a network must be unique to itself as opposed

to those of the other chosen PCs, but in the same class type.
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4.6 Connection Testing

With the previous settings, follow the instructions below to ensure whether you have established

the connection successfully.

Click Start - Programs — MS-DOS Prompt

EjAccessmies L4
& Miciozoft Access

:E%Windnws Update % Microzoft Binder

2% Microsoft Excel
’_] Mew Office Document 24 Miciosaft Outlook
=1 Miciozoft PowerPaint
T Microzoft Word
M —
E Efigrrs 3 Wwindows Explarer

i] Favaritez 3
rﬁ LDiocuments 3
% Seltings 4
% Find

~u
- > Dpen Office Document

Type in ping 192.168.1.168, then enter. (See the sample screen below).

** This IP is the IP camera IP address that is assigned for the connected IP camera in step2.

T T e ey

T BE =1 Cl|oie] 25 S Al

MicrasaftiR} windows 95
{acopyright Micrasofe Corp 1941-1999.

Ci\WINDowEping 192, 165, 1,165
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If you receive a response as in the sample screen below, the connection hasn’t been
successfully established. Please re-check all the hardware and software installations by
repeating steps 1 to 5. If you still can’t establish the connection after rechecking, please contact

your dealer.

B L e . =)
e s el

Microsefti{R} Windows 398
{CaCopyright Microsoft Corp 1981-1%99.

o2 vaioa - Type Camera IP address
Pinging192.160.1.168 with 32 bytes of data:

DetTinATtion host unreachable.
[pestination host unreachable. I
DesTination host wnreachable.| COMMection error
IDestinaticn host wnreachable.

Ping STatistics for 192 1661166

Packets: Sent = 4, Recaived = 0, Lost = 4 {100% loss),
lapproxinate round trip times 0 mitli-seconds:
Minimum = On5, Haxinum = Oms, Average = Oms

o2 W WTNDOWE

If you receive a response as in the sample screen below, you have successfully made the

connection.

Frgrenz —— — " T
I e o = e s AT

Micrafoft(R} Windows 58
{C)Copyright Microsaft Corp 1921-1%949.

C: TN, Type Camera IP address
PInging 192,.165.1.168 with 52 bytes af data:
Ee;ﬂ'g from 192.165.1.165 bytes=32 time<lOms TTL=123 connaction is

Y e B S catae o
eply Trom s sk VLRSS Time = L=
neply Trom 192,168.1.168 bytes=3? Time<lons TTL=123 successful

Ping statistics for 197.165.1.165

Packets: sent = 4, Received = 4, Lost = 0 (0% loss),
lIApproximate round trip times in milli-seconds:
Hinimum = Dms, Haximum = Oms, Average = (ms

5 WWENDOE =
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5. Operating Instructions for Image Software and Network

Two choices of software are available for linking with the IP camera: (1) the Microsoft Internet
Explorer; and (2) the IP camera VIEWER, a network browser in a PC which provides the
functions of monitoring remote zones or watching recorded data through the TCP/IP protocol.

The details are listed as follows.

RJ-45 PIN configuration for Ethernet

PIN NO. PIN Assignment RJ-45 socket
1. TX +
2. TX -
3. RX +
4. Not Connected 12345678
5. Not Connected
6. RX -
7. Not Connected
8. Not Connected
Physical specification for Ethernet
Wire type Cat. 5
Connector type RJ-45
Max. cable length 100 m
Hub wiring configuration Straight Through or Cross Over
PC wiring configuration Straight Through or Cross Over
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5.1 Microsoft Internet Explorer

5.1.1 Connecting the IP camera

1. Start up the Microsoft Internet Explorer, and then follow the steps below to connect the IP

camera.

2. Click the URL block at the top of the window.

3. Enter the URL address of the IP camera into the URL block and press the “Enter” button to

enter the home page.

4. Scroll to the bottom of the page, with its five icons, "Image", "Network", "System",

"Application" and "SD card". Whichever you click, the page headlined "Enter Network

Password" will appear.

5. Type in the "User Name" and "Password" in the appropriate spaces.

6. Click the “OK” button to set your entries, and automatically exit the page.

NOTE:
NOTE:

NOTE:

NOTE:

The default "User Name" and "Password" are root and Admin respectively.

The page headlined "Enter Network Password” is shown below. Please enter the
user name and password of the IP camera when you see it. If either the user name
or the password is incorrect, please check the input data and rectify it if
necessary.

Once authorized successfully, it will not appear again until you close the window
and reconnect it.

The initial sequence of proceeding is to type in your IP address and click the "Enter"
button to access the home page. If and when you revise or change data in the "SYSTEM
USERS" page, the sequence will alter to initially show the "Enter Network Password"

page.

Connect to 192.168.0.92

METWORK

User name: | w |

Password: | |

[C]Remember my password

[ Ok ] [ Cancel
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Browsing images from the IP camera

The images from the IP camera will be displayed on the home page while going online with the IP
camera. Some buttons of the home page are provided for further setting. In MUPEG mode or in
MPEG4 mode, there are different display formats of its home page.

@1
P AET o E1 3 P e | B B P oI |

[ Tt | e Lo | wcad T mv T T e N T —

Homepage of MJPEG mode Homepage of MPEG4 mode

[ ] Click the Image button to enter the image-setting page.

® Click the Network button to enter the network-setting page.

[ Click the System button to enter the system-setting page.

° Click the Application button to enter the application-setting page.

[ Click the SD card button to open the SD card- FILELIST of the MEMORY CARD window, if
the SD card is inserted.

L] Click the Pan/Tilt button to change the Pan/Tilt/Zoom settings.

[ Click the |“”—' button to change the time/date display mode.

° Click the @ button to switch high/low speed network.

[ ] Click the @ button to play the live audio. Click once again to deactivate.

[ ] Click the G button to archive AVI videos into your PC. Click once again to deactivate.
In the recording mode, there will appear a red twinkling icon . in the upper-right hand
corner of the image. The AVI file will be saved in the path of c:\ .

[ Digital zoom function: Click the left mouse button on the video display area, and it will

show the zoom-in images. Double click the left mouse button to see the maximum size.
Click the right mouse button on the video display area, and it will show the zoom-out

images. Double click the right mouse button to come back to the normal size.
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5.1.2 Change Image Setting
Please follow the steps below to change the image setting through the network if necessary.

1. Click the Image button on the home page to enter the image-setting page.

T T

Fir i

[ e [ twtwork | cisten [ acebeatwn | socad [ v [ [ tma [ twtwork [ srstem [ gwicaton [ 5o cad ] vunii ]

Image setting page of MJPEG mode Image setting page of MPEG4 mode
2. Adjust the image setting including “Device Title”, “Resolution”, “Quality”, “Frame rate”
(MPEG4 mode only), “Format”, and “Viewer Type” (MJPEG mode only) if necessary.
3. Click the Submit button to submit the new image setting.
4. Click the Fine Tune button to enter the Image Fine Tune page to set the details of the device
including: “Brightness”, “Saturation” and “Sense Up”. Click the Default button to reset all the
settings.

NOTE: The revised image will appear immediately after any change in made.

H ST B BT LT [:H'!ﬂ
Tmage Fine Ture
White Balance: | Auto ~
M AGC Gan: | 24dB
Fhckeriess: OON BOFF
Mrror: DON BOFF

E'J'm?fm CON G oFF

BLE Mode: Disable %

Backight: 1 (0255)

gogrmess:  [cliz [Bonass)

Contrast: [cl1zs  [s]imzss)

sanreaton:  [cizm [BJo~zss) |
swpren: [2]178 [2i0~255)

(Reset Al Image Parameters) |

Nebwork: tem ation S0 Card Pany/ Tl

5. Click the Privacy Mask button to enter the Privacy Mask page.
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Privacy Mask

» Frivacy midk:mask 3 privacy sres
() o ik,

» Clck, the right mouse butten on
W vickeo contril o show the
poprien

» Press the left mouse buthon |, drag
and drop 10 52t the privacy area.

» Each privacy areacan be enabled
or dsabiad.

» After you firish o penaacy mask
settings, cick the nght mouse
Button and select the “Save
Settrg’ on the popmenu,

eu |

camera

Nebwork: tem ation S0 Card Prary/ Till

6. Click the Day & Night button to enter the Privacy Mask page. Click the drop-down list to

choose the Day & Night mode of “Auto”, “Day mode”, “Night mode” and “Schedule”.

Day & Night

Tmage
Fine Tune

Privacy Mask

LR Oy & raght

Cay & Mght Mo : [ aarta -

Nebwork: tem ation S0 Card Prary/ Till
camera

Note: In the “Schedule” mode, you can click the icon to set the Day ‘)or Night mode of
each hour. “0” means “00:00~00:59”, “1” means “01:00~01:59”, and so on.

Dy & P

e

I T T T T
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7. Click the Home button to return to the home page while the new image setting acts on the
images to effect the desired changes instantly. (If the setting has not been changed by the
above steps, any (re)entry onto the home page will find images in their earlier or original

setting.)

Exchange the image format

1. Tick on one of the formats then press the Submit button.

2. The IP camera will restart automatically after several seconds.
Description of function keys:

MPEG4 mode:

Device Title: Type in the camera title in the given space.

Resolution: Scroll to choose the image resolution from “VGA” or “QVGA”.

Quality: Scroll to choose the image quality out of a spectrum of qualities ranging from
“highest”, "high”, “medium”, and “low” to “lowest”. In MPEG4 mode, you can also set
the quality by typing in the value. The custom quality value must be in the range
between 64 Kbps to 8192 Kbps.

Frame rate: Click the drop-down list to choose the frame rates of “15FPS”, “24FPS” or

“25FPS”.
Format: Click to choose the “MJPEG” or the “MPEG4” mode.
Fine Tune mode
Brightness: Enter your desired quality of image brightness from a spectrum of 0 to 255.
Saturation: Type in the saturation level in the blank (0 to 255).
MJPEG mode:

Viewer type: Click to choose the viewer type of the “ActiveX” or “AJAX” mode.

Submit: Click to submit the new image setting to the IP camera.

Default: Click this button to install the default settings in all the entries for image parameters

on this page.
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5.1.3 Change the Network Setting

Please follow the steps below to change the network setting through the network if necessary.

o Set the network options and IP address.
1. Click the Network button in the home page to enter the Network page.
HEE I R E1 P S H IO
Network
° Dynamic IP Configuration{BOOTP/DHCP) Not to Be Used.
SNTP
DDNS 1P Address: 192 . 168 . 0O . 43
PPPOE Metrmask: 255 . 255 . 252 . O
URNnE Default Gateway: 192 . 168 . 1 . 254
1P Filter
Primary Mameseryear: 192 . 168 . 1 . 11
Traffic :
HTTP Port: 80
: U
Image Network System Application SD Card | Pan/ Tilt ‘

camera |

2. The accessible networks here are the “SNTP”, “DDNS”, “PPPoE”, "UPnP” and
the "Traffic”.

3. Fill in the “IP Address”, “Netmask”, “Default gateway”, “Primary nameserver”’, and “HTTP
Port” if necessary.

4. Click the Submit button to submit the new network setting.

5. Click the Home button to return to the home page.
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Description of function keys:

IP Address: Enter the 4-byte IP Address in the appropriate blank space (the value in each
box may be anywhere between 0 and 255). Every IP camera has to own an IP address to
be identified on the network.

Netmask: Fill in the 4-byte Subnet Mask in the required blank spaces (usually any numbers
between 0 and 255). It is used to identify the subnet where the IP camera is sited.

Default Gateway: Type in the 4-byte Gateway in the relevant blank spaces (each unit value
must be between 0 and 255).

Primary Nameserver: Enter the 4-byte DNS Server Address in the blank spaces provided
(each value unit must be between 0 and 255). The DNS Server is in charge of translating
the Domain Name into the IP Address.

HTTP Port: Indicates the specific HTTP Port Number. The default is 80.

Submit: Click to submit the new network setting to the IP camera.
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L] Change the Network Setting — SNTP.

Please follow the steps below to change the SNTP setting through the network if necessary.

1. Click the SNTP button at upper left above to enter the “SNTP Server Setting” page.

Hodds | 3sly | Loy gud|

SNTP Server Setting

Network SKTP Serwer: 102.168.16
. Time Zone: GMT+08 Taipei,Hong Kong,Beijing
DDNS
[ Automatically Adjust for Daylight Saving
PPPoE Time Changes.
uPnpP

IP Filter
Traffic

SNTP Date and Time

| ©0

| Image | Network | System IAppIicatiunI SD Card | Pan/Tilt |

camera |

2. Enter the IP Address of the SNTP server, and choose one of the time zones as and when
necessary.

3. Click “Automatically Adjust for Daylight Saving Time Changes” to checkmark the attached box
and activate the function.

4. Click the Submit button to submit the new SNTP setting.

5. Click the Home button to return to the home page.

Description of function keys:
SNTP Server: Enter the SNTP server DOMAIN NAME in the blank space provided.
Time Zone: As we know, the globe is divided into various time zones. The user must enter his/her
time zone. If this is not done, the time given by the unit may be incorrect.

Submit: Click to submit the new SNTP setting to the IP camera.
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L] Change the Network Setting — DDNS.

The “Network” page has, on its upper left, the “DDNS” icon. Please follow the steps below to change the
DDNS setting through the network if necessary.

1. Click the DDNS button at upper left above to enter the “DDNS Setting” page.

Hodds | 3sly | Loy gud|

DDNS Setting

Network [¥IEnable DONS Function:
i DONS Type DynDNS v [Apply |
o
DDMNS Host Name:
PPPoE
uPnpP DONS AccoLnt:
1P Filter CDMNS Password:
Traffic
| Cl9)
| Image | Network | System I Application I SD Card | Pan/Tilt |

camera |

2. Click “Enable DDNS Function” to checkmark the attached box and activate the function.

3. Click "DDNS Type” to open the list of two DDNS modes to choose from: “DynDNS” and “hn”. Click
the “Apply” button and connect their website automatically and visit it. Type in your dynamic IP
Address and Email Address. If they are accepted by the website, you will get an Email containing
your DDNS Account and DDNS Password in your Email box.

4. Type in the “DDNS Host Name”, the “DDNS Account” and the “DDNS Password”.

5.  Click the Submit button to submit the new setting.

6. Click the Home button to return to the home page.

NOTE: Please refer to section 5.1.8 (PPPoE & DDNS) for more details.

33



Description of function keys:

Enable DDNS Function: Checkmark to activate the function.

DDNS Type: Click to open the list of two DDNS modes to choose from: “DynDNS” and “hn”. Click the
“Apply” button and connect this website automatically and enter it. Type in your dynamic IP
Address and Email Address. If they are accepted by the website, you will get an Email
containing your DDNS Account and DDNS Password in your Email box.

DDNS Host Name: Type in your host name in the attached space.

DDNS Account: Enter it in the given space.

DDNS Password: Enter it in the required space.

Submit: Click to set.
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L] Change the Network Setting — PPPoE.

The “Network” page has, on its upper left, the “PPPoE” icon. Please follow the steps below to change the
PPPoE setting through the network if necessary.

1. Click the PPPoOE button at upper left above to enter the “PPPoE Setting” page.

HEmE I BHETP R IUeE O]

PPPoE Setting

Network PPPoE is inactive,
SNTP
DDNS
PPFOE Mode: OFF v
W PPPOE ' &8
uPnP Account:
1P Filter Password:
Traffic
All PPPOE setting takes effect after rebooting!
: eu
| Image | Network | System I Application I SD Card | Pan/Tilt |

camera |

2. Please read the “PPPoE Troubleshooting” document first, then press “Close’ button.
3. Click the “PPPoE mode” to activate the function.

4. Type in the PPPoE “Account” and the PPPoE “Password”.

5.  Click the Submit button to submit the new setting.

6. Click the Home button to return to the home page.

NOTE: Please refer to section 5.1.8 (PPPoE & DDNS) for more details.

Description of function keys:

PPPoE mode: Click your choices to enable the PPPoE function.
Account: Enter it in the given space.

Password: Enter it in the required space.

Submit: Click to set.
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L] Change the Network Setting —UPnP.

The “Network” page has, on its upper left, the “UPnP” icon. Please follow the steps below to change the
UPNP setting through the network if necessary.

1. Click the UPnP button at upper left above to enter the “Universal Plug and Play” page.

Hodds | 3sly | Loy gud|

Universal Plug and Play

Network Enable UPF
IR Max Expired Age: 120 Seconds {10 ~ 3600}
DDNS :
o SSOP Port: 1900 | Default: 1900
° m UPHP Port: 5678
1P Filter [ Enable UPNP Memory Card Access
Traffic
| GlS)
| Image | Network | System I Application I SD Card | Pan/Tilt |
camera |
2. Click “Enable UPnP” to checkmark the attached box and activate the function.

3. Type in the UPnP “Max Expired Age”, the “SSDP Port” and the “UPnP Port”.
4. Click “Enable UPnP Memory Card Access” to checkmark the attached box and activate
the function.
5. Click the Submit button to submit the new setting.
6. Click the Home button to return to the home page.
Description of function keys:
Max Expired Age: Enter it in the given space from a range of 10~3600.
SSDP Port: SSDP stands for Simple Service Discovery Protocol. SSDP searches for upstream Internet
gateways using UDP port 1900.
UPNP Port: Type in the UPnP Port in the attached space.

Submit: Click to set.
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L] Change the Network Setting — IP Filter

The “Network” page has, on its upper left, the “IP Filter” icon. Please follow the steps below to change the
IP Filter setting through the network if necessary.

1. Click the IP Filter button at upper left above to enter the “Network Setting” page.

HEmE I BHETP R IUeE O]

1P Filter
Network [ Enable 1P Fiter
IR Crefault Policy: Alow  Deny
o Policy List:
PPPoE
uPnpP
LW 1P Filter
Traffic
Add /Modify Policy
How to Set IP Filter?
| ©u
| Image | Network | System IAppIicatiunI SD Card | Pan/Tilt |

camera |

2. Click “Enable IP Filter” to checkmark the attached box and activate the function.

3.  Select the Default policy.

4. Set the Allow/Deny IP Filter policy and enter its IP address.

5.  After setting the policies, they will be shown on the Policy List. The user can use the “Up” or
“Down” to select a policy and use the “Delete” button to erase it.

6. Click the Submit button to submit the new setting.

7.  Click the Home button to return to the home page.

Note: The settings of the IP Filter must be correct or you may not able to operate the device regularly. In

case of the wrong setting of the IP Filter and you can’t access the device normally, please press the

“Default” button on the rear panel of the camera for back to the factory default setting.
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L] Change the Network Setting —Network Traffic.

The “Network” page has, on its upper left, the “Traffic” icon. Please follow the steps below to change the
UPnP setting through the network if necessary.

1. Click the Traffic button at upper left above to enter the “Network Traffic” page.

HEmEe ) BHEIPRIUoG O]

Network Traffic

Network
Specify the maximum donwload/upload bandwidth per each

SNIR socket is a useful function when connecting your device to busy

DDNS or heavily loaded networks.

PPPoE

upnp Maxdimum Upload o | Kilo Bytes Per Second

1P Filter Bandwicth: (0~ 102400 )

° Mapdmum Dowrload o |Kilo Bytes Per Second

Bandidth: (0~ 102400 )

* The value '0" means it will not monitor any traffic,

| U

| Image I Network | System IAppIicatiDnl SD Card | Pan/Tilt |

camera

2. Type in the “Maximum Upload Bandwidth” and the “Maximum Download Bandwidth”.
3. Click the Submit button to submit the new setting.

4. Click the Home button to return to the home page.

Description of function keys:

Maximum Upload Bandwidth: Enter it in the given space from a range of 0 to 102400.

Maximum Download Bandwidth: Enter it in the required space from a range of 0 to 102400.

Submit: Click to set.
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5.1.4 Change the System Setting

Please follow the steps below to change the date and time of the system setting through the network if

necessary.
o Set the Date and Time of the system
1. Click the System button in the home page to enter the “Date And Time” page (default).
HEm R RHETR I H O]
Date and Time
-] The Local Time
Timestamp Crate: 1 | Time: I
Users The Desired Time
Digital I/0 CSet Manually
Audio Mechanism Date: / / LYY MM/DD)
RS5485 Setting Time: ¢ £ (HH:MM:S5)
Undate O Synchronize with Computer Time
Events Diate: Tirne: [1
O Synchronize with SNTP Server
SNTP Server: 192.168.16
Time Zane:
GMT+08 Taipei, Beijing, Chongquing, Urumgi, Hong Kong, Perth,
Singapore
Manual Frequency Every
Time Farmat: [¥¥¥¥/MM/DD ¥
| Image | Network | System | Application | SD Card | Pany/ Tilt |
camera |
2. Choose one of the three modes shown on the page to set the Date and Time of the system. The three
modes are “Set Manually”, “Synchronize With Computer Time”, and “Synchronize With SNTP
Server”.
3. Click the Submit button to submit the new Date and Time settings.
4. Click the Home button to return to the home page.

Description of function keys:

The Local Time: Shows the current date and time of the Network camera.

Set Manually: Manually sets the date and time of the Network camera.

Synchronize With Computer Time: Synchronizes with the linking computer.

Synchronize With SNTP Server: Synchronizes with the SNTP server. In this mode, two choices of
adjusting are provided: doing it manually or setting the frequency to enable the system to do it
automatically.

Submit: Click to submit the new setting to the Network camera.
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L] Change the System Setting — Timestamp.

Please follow the steps below to change/add the timestamp through the network if necessary.
1. Click the Timestamp button on the left side of the “System - Date and Time” page to enter the

“System - Timestamp” page.

HEmE R e O]

Timestamp
Date and Time Enable Timestamp
- Timestamp Color: [BLACK  +

Users

s Timestamp Location: | UPPER LEFT 5
Digital I;0 —_— a
Audio Mechanism Timestamp Format: | v¥/MM/DD v
RS485 Setting
Update
Events

| Image | Network | System | Application | SD Card | Pany/ Tilt |

camera |

Click “Enable Timestamp” to checkmark the attached box and activate the function
Add or modify any timestamp’s data if necessary.

Enter the "Timestamp Color" you have chosen.

Enter the "Timestamp Location" you have chosen.

Enter the "Timestamp Format" you have chosen.

Click the Submit button to submit the new user’s setting.

© N o o A~ DN

Click the Home button to return to the home page.

Description of function keys:

Enable Timestamp: Checkmark to activate the function.

Timestamp Color: Click to open the list of eight color modes to choose from: “BLACK”, “WHITE”, “RED”,
“ORANGE”, “YELLOW”, “GREEN”, “BLUE”, and “PURPLE".

Timestamp Location: Click to open the list of four location modes to choose from: “UPPER LEFT”,
“UPPER RIGHT”, “BOTTOM LEFT”, and “BOTTOM RIGHT".

Timestamp Format: Click to open the list of six format modes to choose from: “YY/MM/DD”,
“MM/DD/YY”, “DD/MM/YY”, “YY/MM/DD TITLE”, “MM/DD/YY TITLE”, and “DD/MM/YY
TITLE".

Submit: Click to set.
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L] Change the System Setting — Users.

Please follow the steps below to change/add the users’ authority through the network if necessary.

1. Click the Users button on the left side of the “Date and Time” page to enter the “Users” page.

HEm e 1D I E Ot

Users
Date and Time User I;ist: =
||admin:Admin
Timestamp
° [elete user
Digital 10
Audio Mechanism
R5485 Setting
Update
Events Add /Modify User
Lser Name:
Password:
Confirm:
Authority: O Admin O Operator O Viewer
: eu
| Image | Network | System I Application I SD Card | Pan/Tilt |
camera |
2. Add, modify or delete any user’s data if necessary.
3. Click the Submit button to submit the new user’s settings.
4. Click the Home button to return to the home page.

Description of function keys:

User List: The list shows the registered user(s) and the corresponding authority.

Delete: Deletes a selected user.

Name: Enter the user’s name, which will be added or modified.

Password: Enter the new password of the user’s name above.

Confirm: Type in the password again for verification.

Authority: Choose an authority option of the user’'s name from: Admin, Operator, and Viewer.

Submit: Click to submit the new setting to the Network camera.
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L] Change the System Setting — Digital I/O.

Please follow the steps below to change the Digital I/O through the network if necessary.
1. Click the Digital I/0 button on the left side of the “Date and Time” page to enter the “Digital /O

Setting” page.

HEmE I BHETP R IUeE O]

Digital I/0 Setting

Date and Time Digital Input : @ oM QOFF Active Type: [Low :'_'
Timestame Digital CUtpUt ; ®ONOOFF Active Type: [LOW ¥ |
Users

o

Audio Mechanism
R5485 Setting
Update

Events

| ©u

Image Network System Application SD Card | Pan/Tilt |

camera |

2. Mark the “Digital Input” “ON” or “OFF” and the “Digital Output” “ON” or “OFF”. Click your choices to
enable.
3. Click the Submit button to submit the new user’s settings.

4. Click the Home button to return to the home page.
Description of function keys:

Digital Input: Select “ON” or “OFF” to use the GPIO connector or shut it down.
Digital Output: Select “ON” or “OFF” to use the GPIO connector or deactivate it.

42



L] Change the System Setting — Audio Mechanism.

Please follow the steps below to change the Audio Mechanism through the network if necessary.
1. Click the Audio Mechanism button on the left side of the “Date and Time” page to enter the “Audio

Mechanism Setting” page.

HomER BHETB R IDOH O]

Audlio Mechanism Setting

Date and Time Audio Mechanism : 0N @ 0FF
Timestamp
Users
Digital 10

o

R5485 Setting
Update

Events

©0

camera |

| Image | Network | System IAppIi(atiun SD Card | Pan/Tilt |

2. Mark the “Audio Mechanism” “ON” or “OFF”.
3.  Click the Submit button to submit the new user’s settings.
4. Click the Home button to return to the home page.
NOTE: This setting is for turning the audio mechanism of the Camera on/off automatically.

The Live audio service is only provided in the MPEG4 mode via the Web browser.

Description of function keys:

Audio Mechanism: Select “ON” or “OFF” to activate or deactivate the function.
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L] Change the System Setting — RS485 Setting.

Click the RS485 Setting button on the left side of the “Date and Time” page to enter the “RS485 Setting”

page.

oy | Glaly | Log O]

RS485 Setting

Date and Time Baud Rate: 9600 bps v
Timestamp Type: :Bfol ,,
Users

Digital I/0

Audio Mechanism
Submit
R5485 Setting

Update

Dievice 0! 1=

©

Transmit Data Via R5485
Events

© Raw Format:

@ Canonical Format:

©u

camera |

Image Network System Application SD Card | Pany Tilt |

Description of function keys:
Baud rate: Eight different speeds can be used: 2400 baud per second, 4800 baud, 9600 baud,

19200 baud, 28800 baud, 38400 baud, 57600 baud and 115200 baud.
Type: Choose one of the types.
Device ID: You have the option of using an ID code (any number between 1 and 255).
Raw format: Set to transmit the ASCII codes.

Canonical format: Set to transmit the character string.
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L] Change the System Setting — Update Firmware.

Please follow the steps below to update the firmware through the network if necessary.

1. Click the Update Firmware button on the left side of the “Date and Time” page to enter the “Update

Firmware” page.

Date and Time

HomER BHETB R IDOH O]

Update Firmware

Current Yersion Description

Timestame Kernel Wersicr: 1.00
Users
i BIGS Version: 1.16
Digital I; 0
Audio Mechanism Software Version: 1.30
RS485 Setting Compile Date & Time; Sep 21 2007,14:07:30
. HIML version: 1150
Events
Activex Wersion: 10,28
Update the device with the latest firmweare,
Specify the firmiare to update :
and dlick | Update
Wote: Do not disconnect the power of the device, during the update.
The device restarts automatically after the update has completed. {30~
60 seconds.)
| Image | Network | System I Application I SD Card | Pan/Tilt |

camera

2. Click the “Browse...” button to select the UPDATE.BIN file which was copied into your computer.

3. Click the “Update” button.

4. DO NOT power off the Network camera while this update process is running.

Note: Don’t interrupt the process while the unit is updating itself.

Note: Please make sure that the UPDATE.BIN file is fit in with the model of the unit. Updating

with the wrong UPDATE.BIN file may cause any physical damage to the device.

Note: The Temporary Internet Files (or cache) folder contains Web page content that is stored on your

hard disk for quick viewing. We suggest deleting the Temporary Internet Files immediately after

updating the firmware. To delete the files in the Temporary Internet Files folder, follow these steps:

1.
2.
3.

Quit Internet Explorer and quit any instances of Windows Explorer.

Click Start, click Control Panel, and then double-click Internet Options.

On the General tab, click Delete Files under Temporary Internet Files.

In the Delete Files dialog box, click to select the Delete all offline content check box, and

then click OK.
Click OK.
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L] View the Event Logs.

Please follow the steps below to view events through the network if necessary.

1. Click the Events button on the upper left above to enter the “Event Log” page.

HEm e i) N ST R IUe g O]

Event Log
Date and Time Item Date and Time Events
. 1.  2000-01-05 00:05:18 admin LOGIN OK FROM 192.168.0.91
Timestamp -
2000-01-04 23:50:34  admin LOGIN OK FROM 192.168.0.91
Users 2000-01-04 23:28:10 admin LOGIN OK FROM 192.168.0.91
Digital I;0 2000-01-04 73:11:12  admin LOGIN OK FROM 192.168.0.91

2000-01-04 23:11:10 DHCP CLIENT CONNECTION FAILED
2000-01-04 23:11:10 LOCAL IP ADDRESS IS 192.168.0.43
R5485 Setting 2000-01-04 23:09:15 SYSTEM ETHERNET RE-CONNECT
Update 2000-01-04 23:09:15  FTP CLIENT SERVICE SHUTDOWN
- . 2000-01-04 23:09:15 DHNS SERVICE SHUTDOWN
10.  2000-01-04 23:09:15 SNTP SERVICE SHUTDOWN
11.  2000-01-04 23:09:15 SMTP SERVICE SHUTDOWN
12, 2000-01-04 23:09:15 DHCP CLIENT SERVICE SHUTDOWN
13.  2000-01-04 23:09:15 ARP SERVICE SHUTDOWN
14.  2000-01-04 23:09:15 LOAD 161 FILE(S) TO FLASH FILE SYSTEM
15.  2000-01-04 23:09:15 IMAGE MODE IS JPEG
16.  2000-01-04 23:09:15 SYSTEM BOOTING
17.  2000-01-04 23:09:05 admin FROM 192.168.0.91 SET IMAGE MODE TO JPEG
18.  2000-01-04 23:05:07 admin LOGIN OK FROM 192.168.0.91
19. 2000-01-04 23:05:06 DHCP CLIENT CONNECTION FAILED
20. 2000-01-04 23:05:06 LOCAL IP ADDRESS IS 192.168.0.43

[ First Page ] [ Previous 20 ] [ Next 20 ]

Audio Mechanism

O maSR W

Cl9)

‘ Image | Network | System |Applicatiun| SD Card | Pan/Tilt ‘
camera

2. Choose one of the three buttons shown on the page to view an event when necessary. The three

buttons are titled “First Page”, “Previous 20", and “Next 20”.

Description of function keys:
First Page: Displays the first page.
Previous 20: Displays the previous 20 pages.

Next 20: Displays the next 20 pages.
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5.1.5 Change the Application Setting
Please follow the steps below to change the application setting through the network if necessary.

L] Change the Application Setting — SD Card Application Setting.

Please follow the steps below to change the SD CARD setting via the network if necessary to upload

recording data live. Click the SD card button on the top left to enter the “SD Card Application Setting”

page.
et e D)
S0 Card Application Setting S0 Card Application Setting
Setting 50 Card Storage Format Selection Setting 00 Card Storage Foemat Selection
Lelooit MG Format SRy Trp———
Language [Re—
Record M MIFEG Numibers {Each FEG Par Second| Record Racondng Rate:
Enabile Recod Bt Record Av] Duration M % Second{t)
Salmioe %) V1 Formal Auxa Setting Schwdtide
Alam
- b, [ B e Dlinetemcumstnens
Motion Debec tion AV Duranon: W ¥ Secondi(s) Maticn Deteton Sutwret
) Enable SO Card Rewrite
S0 Card Capadty: 1402 MB.
Gubwnit | SO Card Usage: 1780
St age ik Format: [ S0 Format |
S0 Card Capacity: 14,02 M8
S0 Card Usage: 17 %0
Stonage Disk Format: | 50 Fomat | @U @ U
[ imen | wiwonk |t | Apieation | o0 cad | Panii ] tmsge | tetwork | oystem [ Apphcation | soced [ veyie ]
comera canmera
SD Card setting page of MJIPEG mode SD Card setting page of MPEG4 mode

1. You have an option as to which SD - card storage format to use, the MUPEG (MJPEG mode only)
or the AVI. Click your selected format and click "Submit" to set it.

2. Ifit's MJPEG you want, fill in the "Max MJPEG Numbers" entry.

3. If AVlis your choice, enter its recording rate and duration in seconds, and click "Submit" for their
setting.

Description of function keys:

MJPEG Format: One image per file.

Max MJPEG Numbers: Sets the number of file sequences you can save per second.

AVI Format audio setting: Unlike a single — image file, this option offers a selected section of a video

record.

Recording Rate: Sets your chosen frame rate of frames per second.

AVI Duration: Predetermines the length of each video file in terms of seconds.

Enable SD Card Rewrite: Tick to activate the SD card rewrite function.

SD Card Capacity: The free capacity of the SD card.

SD Card Usage: The percentage of the recorded file on the SD card.
: Click and press the Yes button to format the SD card.
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L] Change the Application Setting —Language Setting.

Please follow the steps below to change the Language setting via the network if necessary.

Click the Language button on the left side to enter the “Language Setting” page.

s [l | Kag e

Language Setting

Setting Language: [English(English) =
SD Card
.
Record

Enable Record

Schedule
Alarm

Enable Alarm

Motion Detection

@u

Image Network System Application SD Card | Pan/Tilt |
NetworkCam

You have an option as to which language to use. The default is “English”

Click your selected language and click "Submit" to set it.
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L] Change the Application Setting —Record Application Enable Setting.

Please follow the steps below to change the setting via the network if necessary.
1. Click the Enable Record button on the left side of the record to enter the “Record Application

Enable Setting” page.

HEmE ) RHEIP R 6O
Record Application Enable Setting

Setting Enable Record - Save Into SD Card
SD Card

Language
Record
o
Schedule
Alarm
Enable Alarm

Motion Detection

| ©u

| Image | Network | System IAppIicatiunI SD Card | Pan/Tilt |
NetworkCam |

2.  Click “Enable Record — Save Into SD Card” to checkmark the attached box and activate the
function.
3.  Click the Submit button to submit the new setting of the recording.

4. Click the Home button to return to the home page.

Description of function keys:

Enable Record — Save Into SD Card: Activates or deactivates the recording to the SD card.
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L] Change the Application Setting —Record - Schedule.

1. Click the Application button on the home page to enter the “Record - Schedule” page.

Slonis | ey | Lag gu

Schedule
Setting B |wednesday ¥|From (00 ¥|: 00 ¥ |To |00 ¥
8D Card (Tuesday v |From 11 ~|: /00 v To|12
[ | | |
— B Tuesday v From 14 ¥|:[00 ¥ To|1
Reti O W s ay From ! To
0O m From 1|00 ¥ |To |00
Enable Record nl RE From Al To
Alarm (012345678 9101112131415161718 19202122 23)
Enable Alarm SUN

Motion Detection  [MON
TUE
WED £0:00 | 00:00
THU
PRI
SAT

[ Submit ] [ Remove All Schedules ]

@u

| Image I Network I System |Applicatinn| SD Card I Pan/Tilt |
NetworkCam

2. Check/uncheck any/all of the first seven boxes set vertically in the upper half of the “Schedule”

page to enable/disable the programmed recording function, and vary the setting of the targeted

item while it is enabled.
3.  Click the Submit button to submit the new schedule setting.

4. Click the Remove All Schedules button to clear out all the data of the schedule setting.

Description of function keys:
Schedule: Check / uncheck the first seven boxes in a vertical row on the left to enable/disable the
programmed scheduled recording function if necessary. Vary any of the schedules of the
recording setting if necessary (please refer to the above description).

Chart: Schedule list.
Submit: Click to submit the new setting to the IP camera.

Remove All Schedules: Click to clear out all the data of the schedule setting.
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° Change the Application Setting — Alarm Application Enable Setting.

Please follow the steps below to change the setting via the network if necessary.
1. Click the Enable Alarm button on the left side of the record to enter the “Alarm Application

Enable Setting” page.

HEME ) BB oGOt

Alarm Application Enable Setting

Setting [[] Enatle Alarm - Trigger an Alarm YWwhen Ethernet Is Lost
5D Card
Enable Alarm - Save Into SD Card
Language
Record

larm Curation: |30 seconds ¥,
Enable Record

Schedule
Alarm
L} Enable Alarm

Motion Detection

| Gl

| Image I Network | System Inppli(atinnl SD Card | Pan/Tilt |
NetworkCam

2. Click “Enable Alarm — Trigger an Alarm When Ethernet Is Lost” to checkmark the attached box
and activate the function.

3. Click “Enable Alarm — Save Into SD card” to checkmark the attached box and activate the
function.

4.  Enter the "Alarm Duration" you have chosen.
Click the Submit button to submit the new setting of the recording.

Click the Home button to return to the home page.

Description of function keys:

Enable ALARM — Trigger an Alarm When Ethernet Is Lost: Activates or deactivates the alarm

triggering while the Ethernet lost.

Enable Alarm — Save Into SD card: Activates or deactivates the alarm recording to be saved to the
SD card.

Alarm Duration: Predetermines the length of the alarm.
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Change the Application Setting — Alarm - Motion Detection.

Please follow the steps below to enable changes in the motion detection function of the alarm

through the network if necessary.

Set the motion detection:

1.

2

Click the Motion Detection button on the left side of the Alarm to enter the “Alarm — Motion

Detection” page.

Motion Detection

Setting
SD Card
Language
Record
Enable Record
Schedule :
Alarm = B Selectall

Enable Alarm { Clearall
- Resfore
-l Motion Detection
Save stting

Click the right mouse button to show the popmenu.
Save the setting after you finish editing.

Motion Detection: & Enable O Disable

® | Mediur[l _V_!

SenshLy ¢ O [122 | (Customized Threshold)
| QU
| Image I Network I_ System J Application J SD Card I_Pan;’ Tilt |

NetworkCam |

Click and drag the mouse across a targeted zone to draw a red rectangle on the image
(coordinates provided below).

NOTE: You can set more than one targeted zone depending on your requirement.
Enables / disables the motion detection function.

Set up the signal level.

Click the Submit button to submit the new setting of the recording.

Click the Home button to return to the home page.

Description of function keys:

The targeted zone: Click and drag the mouse across the targeted zone to draw a red
rectangle on the image.

Detection Range: The red rectangle’s coordinates.

Save: Click to save the motion detection range.

Motion Detection: This option enables / disables the motion detection function.

Sensitivity Level: You can select any one of the given options for the setup signal level or

just type in the value of Customized Threshold.
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5.1.6 Change the SD card Setting
Please follow the steps below to change the SD card setting through the network if necessary.

[ Change the SD card Setting — FILELIST of MEMORY CARD.

Please follow the steps below to change the setting via the network if necessary.
1. Click the “SD card” button at the bottom of the home page to enter the page containing the
“FILELIST of MEMORY CARD”. The page comes in two modes, the JPEG and the AVI

(please refer to the “SD card Application Setting Page”).

FILELIST of MEMORY CARD FILELIST of MEMORY CARD

Filename Date Time  gize Filename Date Time  Size
A, : -
3|YREIE  AV] 2004/02/13 15-50:38 96K m - 3L¥RCADZ.TAG 2004/02/13 16:12:08 266 DELETE
BIVER3P. AV 2004702713 15:51:20 0K DELETE satnl BL e L2
JIVEBSH.AVI  2004/02/13 15:52:16 96K DELETE 2pEidela)iand, 332 KEVEe S L IRe
JIVERGG AVI  2004/02/13 15:54:24 96K DELETE HTTP SERVER AT caml
JIVERAM.AVI  2004/02/13 15:55:02 96K DELETE
B simrran 200001 15.57.28 o6k DELETE
b e vt 2004002713 15:58:30 96K DELETE

@ 3IVERQ?, AV] 2004/02/13 16:03:18 96K DELETE
31VRCTS AV 2004/02/13 16:10:36 93K DELETE

9 file(s) and 895 KBytes free

HTTP SEEVER AT caml

2.  Click the desired file to display the images therein.

3. Each file can be deleted by clicking the attached “DELETE” hyperlink.

NOTE: You can't directly click the hyperlink of the file in the "FILELIST of MEMORY CARD" page

with the right button of the mouse focus and then click "SAVE" to save the file.

CAUTION: If you wish to save the SD CARD files from a camera to your computer, you can enter
the JPEG column in the "FILELIST of MEMORY CARD " page to click in and enter the
particular files in the column. When you click in, the images concerned will appear.
Move your mouse focus within the image area and click the right button of the mouse. A
table of item entries will show up. Click "Save" and select the path by which to save your

files.
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5.1.7 Change the Pan/Tilt setting

Click the Pan/Tilt button on the home page to open the Speed Dome Controller.

1 2 ) 5 78

I
Zoorf
A
> 4 |[p/1iz| P
I+| v I_ ) l; | [@)
et [ A =

" 6 9

1. Click “Configure” to enter to the RS485 setting page (please refer to Change the System

NTROLLER

Setting — RS485 Setting).

2. Select a Speed Dome device ID from the drop-down list on the Speed Dome Controller. The
Controller will display the corresponding ID.

3. Each of the ten buttons under ‘Set’ is connected with a specific position and angle of either
panning or tilting of the camera. Click each button to activate its particular position and
angle. Press the button under ‘Preset’ to turn the camera angle by angle in the set positions.
Each of the ten buttons designated ‘Go to’ can be clicked to view the particular
corresponding angle of the position in which it is set.

4.  Select the connecting port. The RS-485 communication ports function as connectors when
two or more units are serially connected to an external control device.

5. Upon the buttons being clicked, a camera will move one short step only in any of the four
designated directions.

6. Click the buttons to control the Focus setting on the Speed Dome Controller. Click “+”
button to focus far and click the “—* button to focus near.

7.  Click the buttons to control the Zoom setting on the Speed Dome Controller. Click “+” button
to zoom in and click the “—* button to zoom out.

8.  Upon the buttons being clicked, a camera will turn all the way, without stopping, in one of
the four designated directions.

9.  Click the buttons to control the Aperture setting on the Speed Dome Controller.
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5.1.8 PPPoE & DDNS

Using the PPPoE

1.

2.

Install the XDSL software (obtained from your ISP dealer) in your PC.

Search your IP camera's IP address: you can use your Network Viewer's Scan IP program,
or just connect the ipxcam and the Video monitor. The monitor screen will show the IP
address on its right side.

Change the switch on the ipxcam's side panel to position # 4.

Installing an IP address in your PC or notebook.

Desktop — Move the mouse focus to the Network neighborhood and click the right key of the
mouse — Choose the properties — Choose your local connection — Choose the properties
and select the configuration — Select the TCP / IP — Choose the properties — Type in the
IP address in a four-part formula, for example “192. 168. 1.101” (the first three parts must be
identical to the above numbers, only the last part can be changed to your own number, which
must never exceed 255) — Click the mask and the mask input, namely “255. 255. 255. 0" (a
fixed formula) — Click “OK” — Click “OK”.

Desktop — Choose IE browser — Type in the IP camera IP address in the URL (check step

# 2 above) — Enter — ipxcam’s images will appear.

PPPoE Settings

1.

Enter the IP camera home page — Choose the network — Type in “User Name: root” and
“Password: Admin” — Click “OK’.

Choose PPPoE — PPPoE mode: Select “ON” — Type in “Account” — Type in “Password”
— Submit — Unplug the power connection.

Plug in the IP camera and it will receive an IP address from the ISP dealer (this IP address

is dynamic --- every time you unplug and plug in again you'll get a new IP address).
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Test: Go to the Internet.
1. Set your PC to enter the Internet.
2. Desktop — IE browser — Type in the IP camera IP address (the same address as in the

PPPOE settings and step 3 above) — You can see the ipxcam’s images.

DDNS settings

1. Check your IP camera’s IP address ( Scan IP software or monitor ) — open your |IE browser
— Use the address to connect to the ipxcam or view the images — Choose the network —
Type in “User name : root” and “Password : Admin” — Click “OK” .

2. Choose the “DDNS” — Click “Enable DDNS” — Enter the “DDNS host name”, for example
“abc123. homeip.net” — Type in “DDNS Account”, for example “abc123” — Enter the “DNS
Password”, for example “7777” — Submit — The settings are now complete — Close the IE
browser.

3. Open the IE browser again — Type in the Website address you just applied for, such as
“abc123.homeip.net” — You can look at your IP camera images right away. The procedure

is complete.

Note: These settings are only for your ADSL Dynamic IP configuration. If your

configuration is fixed (true IP), you don’t need to proceed with the PPPoE and DDNS

settings. The DDNS is just for your convenience.
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5.2 The IP camera IP Surveillance
This section provides instructions for installing and using the IP surveillance and Image Viewer,
which are included with the IP camera. The programs can be operated by a selected PC
equipped with the following requirements.
System Requirements
o Intel Pentium 1.5 GHz processor or above (2.8 GHz or higher recommended).
o 128-MB RAM at least (256-MB or higher recommended).
L] Windows 2000, XP or above.
[ 4 MB VGA card capable of 24-bit true color display.
® 100 MB free hard-disk space for software installation.
[ 10/100 Base-TX network for LAN operation.
(] The Microsoft Internet Explorer 6 above.
In the multi-channel recording mode, the HD data transfer rates must be 66MB or above (100MB

or higher recommended).

5.2.1 Introduction to IP surveillance

The IP surveillance allows you to access many units of the IP camera from a remote desktop

or a laptop in a TCP/IP networking environment. It can perform the following functions.

[ View live images from the IP camera.
o Store, search, and review recorded video from the PC, and SD card.
[ Change a regular record, event record, and timer properties.

Before you are ready to view images from a desktop, you need to have your IP camera
networked by obtaining a 10/100 base-TX Ethernet data cable (Standard RJ-45) to connect

the IP camera to your LAN/WAN. Now enter the main menu to set the IP address.
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5.2.2 Install the IP surveillance in your PC

Install the IP surveillance from the supported CD-R.

1. Exit all applications currently running in the selected PC.

2. Insert the supported CD in the CD-ROM drive. The program will execute the installation
automatically. Follow the on-screen instructions to proceed with the rest of the installation
procedure as they appear.

NOTE: It will update the .NET Framework to version 2.0 automatically. Please click “Accept”

to continue.

T IF Sarveilisuce Setap
e o Holinuang comprnenes

NET Framewodk 2.0

Flease read th e et Preds the page down key 10 see the rest
ol the agreemer.

MICAQSO0FT SOFTWARE SUPPLEMENTAL LICENSE TERMS “~
MICROSOET NET FRAMEWDIRK 201

MICAOSOFT WINDOWS INSTALLER 2.0

MICRUSOF T WINDOWS INSTALLER 31

Micananlt Coepaoeation oo based on whete yous b, oo of it alflisles) icenans

Hhis qupplement 10 you. IF you are Boensed 10 use Micronoft Windows cpersting
sysbem sullware (the “softwans™. you may use thes suppbenenl. Vou may ol

wse i i you do rrck have a feense for the soltware. You may use a cops of fir
ﬂlulﬂ!meri. vdll nadlm hatmdww ld The sullware.

e fo this supplement

Thess bamns and the Boanpe bems fof the software soph 10 pour ute of this >

[F]| Ve EULA b iy

D you aceept the terms of the pending License Agreement?

1t you choose Dont Accepl. ratsll vil close. To mslal you muat sccep thes
ngperment

3. After the installation is complete, pop up the START menu from your computer, and point
to Programs / IP surveillance / IP surveillance to open up the program selection page as

shown below. Click the IP surveillance tag to start the IP surveillance program.

Install the IP surveillance for the ZIP file.
1. Save the ZIP file to your PC and extract the file to a designated directory.

2. Open the extracted folder. The folder contains 1 file.

=1

o

3. Clickonthe .u; icon to execute the installation and then follow the on-screen
instructions to proceed with the rest of the installation procedure.
4. After the installation is complete, click the START menu from your computer, and point to

Programs / IP surveillance to start the IP surveillance program.

NOTE: Please make sure the TCP/IP communication software has been properly set and
configured in your computer. To check your TCP/IP settings, please refer to section 4.5

(the TCP/IP configuration setting).
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5.2.3 Login the Network camera software

Once the IP surveillance is executed, a Login prompter will appear. You must enter the
default User Name: root, and the password: Admin in the respective spaces. Click the
“OK” button and enter the console page of the IP surveillance: both the user name and
password must be entered correctly. Click the “Cancel” button and exit the login of the

Network Viewer.

IP Surveillance Login

Surveillahee

Password :

@ [ o [ ]

View the Network camera video from a remote PC
Follow the instructions below to use the IP surveillance to browse a Network camera video
from a remote location. Upon entering the IP surveillance, a connection box will appear as
follows.
W‘ ;ﬁ o 2
g k2

S

—

[ L
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Bl

Press the button to enter the Settings page.

Press the button to add a new device group. After typing in the Group Name,

please press the OK button.

Add a channel from the button.

[¥] Connect Network Camera Wizard

Add a new carnera

Group Mame EGroup ~

Please aséign speciﬁt IP address and HTTP part.

Address !| |

Port : |30

([ Auto-Search )[ Mext >= H Cancel ]

(1) Click the Auto-Search button at the bottom of the "Connect Network camera
Wizard" page to discover the connection of the Network camera - type device in the
LAN. Instantly the "Search Network camera " page will appear. Click the device of
your choice and click "Select" at the bottom of the page to access the "Connect
Network camera Wizard" page again.

(2) Type in the IP Address or the domain name and HTTP port of the device and add

the device to the Device List.

Type in the Password in the " Connect Network camera Wizard " page. Click "Next"

button to open another "Add Device Wizard" page.

[ Connect Network Camera Wizard

Please enter device's administrator Password,

(The account called 'admin'.)

Password : || |

[ <= Back H Mext == ]I Cancel ]
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6. This page provides the IP Address, the device type, and the MAC Address. After
typing the Site name and selecting the Connect Mode, please click the "Next" button

to access the next "Connect Network camera Wizard" page.

Connect Network Camera Wizard |

WWe have found this network camera with specified
IP Address : 192.168.1.223

Device Type

IMAC Address (S/M)
|

Please enter a site name of channel and connect mode which can
be used in the software application.

Site name : |Netw0rkCam_D1 ‘

Connect Mode : (&) LAN O Internet I:‘

[ << Back H Mext == ” Cancel ]

NOTE: Please click the D icon to see the details of the Connect Mode.

7.  After finishing the setting of the Device Recording, please click the "Finish" button to

establish the connection between the device and the computer.

Connect Network Camera Wizard

Recording Quota Setting
Free Recording Quota: ag % (4711 Mb )

Use Recarding Quota: | 103 | % (S23Mb)

[] Start to record after added this network camera.

[ << Back H Finish H Cancel

8. Click the devise title to begin viewing images with this camera from the Device List.
NOTE: To add more connections or units to the Network camera, please repeat the

above instructions.

61



5.2.4 Operation

5.2.4.1 Live Monitor

O

window. (See the sample screen below.) On the left side of the window is the connected

Once the connection has been established, click the

device that has been arranged when you established the connection.

button to enter the Live Monitor

(1) (2]

Gl L =N |

e e e e L ]
e E B P Group_Network Camars
{0 metwarkcam_t1 - 192, 160.0] (IS L

A0 restwarkCam_L - 192, 160.0.
A0 PretwarkiCam_24 - 192,160.0.
@_ A0 et a2t - 192.160.0
A MetwarkCam_25 - 192, 160,04
0 Metworkcams - 192, 168.0.4 |

B AP Geou_Yideo Server
0 Serverin - 192.165.0.175
) Serveriz - 192.168.0.175

- -
w RetworkCam_25 - 192,168.0.248 b
e
gy IOIRIOR
Evert Msg | PTZ

Type  Cam Locel DateTem &

M Heteork. METHONAD
%H Febvork.. 145714 03142

Habwark 45T 12084

M Metwork . 145700 03147

.ON Wetwork.., 145707 OM14D

QN Fatwork.. 145705 0H14D

M Nebeoik.. 145659 0314

W Habwark 145634 04

%H Metwork . 14:5625 03147

.oN Wetwork... 145624 OM14D
P Wervork . [BEAIONAD

Preaty g verson: 18 Date & Tme: 14:57:40 | =

1. The Live Monitor icon.
<Add a camera video onto the Live Monitor area:

(1) Click on the title of the camera that was connected.

(2) Hold down the right mouse button and drag onto the droppable Live Monitor area.

The video from the new camera will be displayed.

(3) Inthe Live Monitor area, if you want to exchange the videos of different cameras,

you can drag the video and drop it where you want to locate the video.

2. The Split-Screen display function bar: This allows you to display the connected device in
the single channel and multi-format screens.

3. The Sequence configuring button: Press to enter the sequential jumping mode, each
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multi-screen, and one sequence; the picture will sequentially switch to different

channels according to the Sequence Views setting (refer to 5.2.4.3).

Note: One can’t use the common icon (#11) in the Sequence displaying mode or drag the

video and drop it as s/he likes. For the further settings of each channel, please select

the device title on the left side and click the right mouse key to operate.
The Circle configuring button: Click this button to see the following channels.
The Group Circle button: Click this button to change the different group of display.
The Full Screen button: Click this button to show the full screen for surveillance. If you
want to return to the previous mode, please click the Normal Screen button.
Motion on/ Alarm on: The warning icons.
48 Motion-on icon: When there is a detection of motion in any channel, it will display this
icon in the right upper corner of that channel to warn the user.
‘l Alarm on-icon: When there is a detection of external devices such as a sensor, it will
display this icon on the upper right corner of that channel to warn the user.
Pop-menu: You can use the mouse to move to each channel. Click the right key of the
mouse to show a window. You can select "Delete", "Capture / Print", “Play/Stop Audio”
or “Reexamine Audio Mechanism”.
Click this button to hide the “devices list”, “common” and “alarm message list" boxes
from view behind the video display screen.
The section in the upper left margin will show the information in all the devices and its
group names.
The users can click and hold on the device title on the list and drag it to the Live monitor
area to see the live image of the camera.

common icons:

Play Audio: Click the button to play the live audio. Click once again to deactivate.

@ Record: Click the button to archive AVI videos into your PC. Click once again to

deactivate. In the recording mode, there will appear a red twinkling icon in the

upper-right hand corner of the image.

Capture / Print: Provides the image capturing and printing functions.

Delete: Drop the view here to delete it.
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ODelete a camera video from the Live Monitor area:

(1) Select the video of the camera which you want to delete.

(2) Press and hold the left mouse button. Then drag it to the trashcan and
release the mouse button.
12. Alarm list / PTZ Control: Shows the alarm types, the device names and the occurrence

time. You can press the PTZ button to change to the PTZ Control mode.
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5.2.4.2 Playback Viewer

Press the L #™ |button to enter the Playback Viewer setting page.

(3] 4]

|

: w - (3 )| D)
5 @ Recondg List
= i HetweakCass 11 1921880108
& (&) Segent 002405 MB)
&3 1205000 175923
=]
G2 UANADO0T 172658
= e NetwrkCam 14 192 1630 245
5 (] Segent 0330 ME)

= il HetwenkCam_24- 192,160,184
= (g Seguent 04957 MB)
&3 UAA07 182712
= e NetwenrkCam 26192 168062
& (] Segrent D425 MB)
('3 03N42007 1726:11
= e NetweakCus 25 192 168,024
= (g Segment 0253 MB)

m i (/140007 172318 iud
][> [m]
Flay Rate:

(][] (2]
5 _

N6 & M 2 pormal X2 X4 XE XI6

o @

1. The Playback Viewer icon.
2. Thedisplay area.

3. Click to choose the @1 Recording List / E Live Event Msg

® 090 ©

&3 01012000 06:38:59 _._e

Recording List Live Event Message
2 Recordng Lt - (01 6 D ILiLive Eventiteg = B D
=] 0 - Type Cam Local DateTime -~
= il HetworkCam 11 . 192 180,114 gn Newuckiz... :oga:umm
M BebwockiC.. 105916 030
& (@ Sogoent 02406 MB) M NetvodC. 1059120352007
) 130304 1101 M NebwockC.. 105910 Q32007 The alarm
&3 D14Z00 1725:57 M NateodC. 10080315007 i
&3 D4n00 172658 G i, 6E00 aEhT events which
= il NetworkCam_L4. 192,168 0345 M HebeorkC. 105655 0305007 were
= (2] Seguent 0550 MB) M NewodkC.. 1038430350007 l— .
&2 oo 9 M Nea 107ows07 recorded will
5 Qi Networkam 4. 1921680124 @M MewodC. 1058180352007 be marked in
& (5l Segrent 09 57 ME) M HewockT . 105816 03152007 .
& 040007 132712 M NewodC.. 103809032007 pink color.
& Bl NetworkCam_36- 192168062 gu Wetwock... 103750 03152007
y M BetworkT... 105756 01532007
=& mm:?;” @M Neweac. 1057500M0
& : M Netwod.. 105730 08007
= e MevworkCam 13 1921680 24 GM NewedC. 1057200350007
= (&) Segment {337 MB} M NetwodC.. 10571003150007 o
&8 ANA0NT 173318 o < >

Click [ to refresh the recording list.
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NOTE: To view the alarm lists of a camera which were recorded, please (1) click the 5 icon

(2) the Alarm List window will appear as shown below, (3) select a camera from the

drop-down list, then (4) click the “Search” button.

nnel | NotworkCam_2% - 192 168.0 248 * Swegment Al Segevnts e

darm List

(B P Prevew ] (@ P % Galo [ S ]
O Maren Begin End Duration  Total Frames
] Motion  ONEZ00T 104220 QWAS2007 10:42.28 D secs 2
Mation CENSO0F 10428 OANSQ0d ed2-30 2 maca =

4. Move to the left/right area.

5. Recorded video list box. This box allows you to access all recorded video, which are

stored in the HDD of the connected devices.

Playback function bar.

B Play - Click to a recorded video from the PLAY LIST.

E Stop - Click to stop playing back a recorded video or cease recording.
@ Pause - Click to freeze the image.

@ Step - Click to view images picture-by-picture.

Zoom in — Enlarges the displayed image.

Zoom out - Narrows the displayed image.

Capture / Print: Provides the image capturing and printing functions.
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L] Play Rate: During play mode, please use the scroll bar to control the show
speed.
Shows the device title.
This allows you to search a recorded video kept in the HDD of the device. Enter the
MONTH /DAY /YEAR /HOUR /MINUTE you wish to search and click @ to proceed.
Functions to fit the starting and ending points of an image display, when the user wants
to transfer a file.

JPEG: Archives images in the JPEG format to save a single picture in every file.

¥Z Fuport tn Jpg Filea

Fia Pt | | &

Inchade: [ ] Dabe and Time ] Title ] Aarm

AVI: Archives images in the AVI format to save a sequence of images in a file.

File Pl | &

Frame Per Second: | 20 % [ Inchuds Audia

Warning: The audio and video signals would likely be unable to play back
simultaneously because of incomplete files caused by unstable network transmission or
altered setup while doing the AVI backup with the "Include Audio" function.

Scroll bar for video searching: Drag the square on the bar to search the video. You can
click or pull the indicator on the scroll bar to the point you want to see.

Displays the recording mode of the video on the histogram.

Press the button to see the
Histogram Legend. You can get the event's - R TR aly

location in terms of time, and select a group of [ - interva with both ausio ang viden

events or period from the event histogram iRy

l - Events for sensor alarm

area and show it on the display area.

- session pardition {time partition)
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5.2.4.3 Setting

Press the

000

1 restvwoniccan 02
1 estveoniCam o2
1 rstworcCam_11

) restworkCam_15
5 JSF o _Video Server

) rstveoricam 12 -

(I servertn - 182168 0002
) serveroz - sz EE00Z2

button to enter the Setting page.

(9

d w 2 ®

G Dirice: Panel | ®m Wab Page |

RE-ETTE
RE-ETT T
1E2AG024)
1E2AG0 034
1621680165

&2 Device Hecording
(@
Record Mode

START REC |

=) Continuous Mods

Evert Mode
Recording Guota
Free Fecording Quoba 20 %
U Mecir dey Ot m %
] (/1 me)

Tiecordlng Seheduler

| seeed Dome Controties : Disabbed

Device Infermation
San Hame

Group Name

F Anwess

HITPRen: B0 |

Device Type
o
Application Event Hotification
Motion Buzrer - Yes
Sensor BuTTe . Yee Sansor Dol fille

MarmFocis© Ve Dk Ful Emnd L0

Connect Mode : LA

[ Disabie recordien scheckder for this chareml )
Primary Schedule
%) Contruus Mode Scheduile Data List

Event Mode.

[ Whotion Assern [ Sensor dlam

Sevondary Schedule that ks outside ihe Primary Schedule
<) Disable

Continuout Mods

Evert Mode

] Mation Al [ Sensce Alam

@ Ry

The Setting page.

Function buttons:

W s admin

Loggind in smnce DEN S2007 18:10.32 Visson© 18

Date ATime - 142908 =

° Add a new device group: Click this button and type in the new group,

then press “OK” to save it.

° Remove a device group: Click this button and select the group name,

then press “OK” to delete the group.

° Add a new camera: For mode details please refer to section 5.2.3.

° Remove a camera: Click this button and select the group name and
Network camera, then “OK” to delete the device.

° To edit camera: Please select a device, then click this button to edit the

device.
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3. Device Setting: Provides four pages of settings.

(1) Device Setting page (2) Image Setting page
W Cevca | B image | ) Alam | £ 50-Card) 49 Devca || 2 mage | iy lam | € 50-Carl
Camera Identify Video Heoure
MAC:  00:0C:0C0 2005 Daervice Type:  MPEGH_PCaM B fon: | VGA -
Titie:  lancam Cuakty
L S “dmin’ passwerd e 2
Condk T Brighitress: € ¥ (12m)
1@ Address: 192.1€
HTTE Pert: Saturation: € 3 (138)
Date & Time
Device Date & Time: 0315/ 2007 121908
Merw Device Date & Tine:
& Mot Change,
O Symchworizn with comoutas tend,
) St marushy:
(:00d Trw:
o Mechanism a0 FOmat:
Fucky Mechem: O ON o FEG ~
Auk Vikare: UlromB~11) ( ekt valoe ]
(4]

NOTE: The IP Surveillance software connects the Internet to a Network camera. There may
be a problem if the bandwidth is not enough, in which case the speed rate of the image
transmissions may become too low. So if you want a satisfactory speed rate in your displays,
you can click the “Device Setting” button, opening a “Device Setting” screen, and set the
settings of the Device page where you can change the “Audio Mechanism” function to “OFF”.
Turning it “OFF” will save the bandwidth from wastage, and improve the image display.

(3) Alarm Setting page (4) SD-card Setting page

ting.
8 Cevce | B3 image | A Alam |03y s0-Car T image | i Alarm |03 S0-Cardl|
Alarm Storage Capacity Storage Format
Alarrn Durator: |30 secombs v
AVl -
Motion Detection [ ]
] Enabla| 8 AV Setting
Ricondng Rate:
1.25/15 -
AVT Curation:
1 | Secced(s)

NOTE: Please remember to click the “Apply” button to save the settings.

4. System Setting: Provides six pages of settings: the Global Settings, the Event

Notification, the Recording Settings, the Scheduler, the Sequence Views, the Speed

Dome and the Authority Setup.
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(1) Global Settings

Global Settings X
:w Monitor Setup Default Directory
Date Farmat: Default Snapshat Diractory
[c\50BiSnapshort | @
Time Format: ‘24-h0ur format b Default Export Avi Directory
Display Mode: 0 Proportion (#1 Strech |C:\ISDE\AW ‘ @
Default Expart Jpeqg Directory
Display Recording State: (2 Yes ) Mo |C:\ISDE\Jpeg ‘ Ll
Full Screen Display: [ Title [] Date & Time
( LA Settings |
Contral CPU use: | Lavel 2 (70%~E5%) |
[V oK ] [>( Cancel }
® Monitor setup: Sets the date/time mode and display mode, and controls the CPU use

percentage on five levels.

L] Default Directory: Sets the default files’ saving path. Click L to select the directory.

(2) Event Notification

° Channel Prompt: Sets each camera to activate or deactivate the three modes of

"Motion Buzzer", "Sensor Buzzer", and "Alarm Focus". Tick mark the blank space

for each device to activate it.

Event Notification Settings

Channel Prompt

Channel Prompt

Choose whether to allow a channel prompt that a specify device has triggered a event.

| Popup Message Mame

Server0l

192.168.0.175

Group_Wideno Server

Serverl2

192.168.0.173

1P Address Group Marme Mation Buzzer Sensor Buzzer Alarrn Focus
= , :
| E-mail Motice [ MetworkCam_14 [192.168.0.245 Groupl_Metwark ...
MetworkCam_24 |192,168.0.184 | Groupl_Metwork ...
MetworkCam_26 | 192,168,062 Group1_Metwaork ...
NetworkCam_25 |192.168.0248 | Groupl_MNetwork ...
MetworkCam25 | 192.168.0.20 Group1_Metwork ...

Group_Wideo Server
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° Popup Message: Sets the maximum number of the pop-up messages, the displaying

time and the pop-up forms. Tick mark the blank space for each device to activate it.

Live Event Popup Message

Channel Prompt B
Choose settings about live event popup message.

FPopup Message The maximurm number of popup messages to display simultaneously : Is vl
E-mal Notice The default period of time, a popup message wil be displayed : |E£Emd5 o

Select events that generate a POPUP notification. Please select the appropriate box.

Motion Alum [ Sensor Alum T Disk Full
Minimum Window Popup Popup Popup
Playback Viewer [ Popup [ Popup Popup
Settings Form

[ Popup [ Papup Papup

[ E-mail Notice: Sets each camera to activate the E-mail Notice function of the three
situations: "Motion Alarm", "Sensor Alarm", and "DISK Full". Set the SMTP, the
E-mail address and the attached file numbers to mail the user when the alarms occur.

Tick mark the blank space for each device to activate it.

Event Notification Settings

E-mall Motice

Channel Prompt
| Outgoing Server Settings

FHRUD R Dutaring Mal Server [SMTP) : | | [ Authertication, . ]

E-mail Motice Emal Address | | Test Settings
Attatched File Numbers @ |3 v

Enable Event Send Via Email

1P Address Group Mame Maotion Alarm Sensor Alarm Disk Full
L4 ‘ 9 .116 E\Er-:wu | | | | | | | ]
o MetworkCam_14 | 192.168.0.245 Groupl_Netwark ... B El E
| NetworkCam_24 | 192.168.0.184 Groupd_Network . 0 &l B
.Netwurktam-_aﬁ 192.168.0.62 Gmupl_‘Netwurkm 4| (] H
Natwnrkcam;zs 192.168.0.248 | Groupl_Metwork ... O L =
INetworkcamzs  192.168.0.20 GroupL_Netwark .. O O B
Server01 192.168.0.175 | Group_Yiden Server O O O
| serveraz 192.168.0.175 Groui:;\ndeo Server ] .l 0

71



(3) Recording Settings

E&= Recording Settings

Rerording Directory :

Event Mode Settings s SEEB D

— Reserved space: 1024 MB

Record |_3 ;;| secs, before dam, —

Recording quota setting of every channel

WetworkCam_11 [ ] (z4pesmn)

NetworkCam_14 [ ] {(speaMb)

WetworkCam_24 | -

WetworkCam_28 |

NetworkCam_25 [ ] (3Me9mb)

WetwarkCam25 [ (aMemmmb)

ServerOl | S 15

Server(2 | EX -5
° Recording Settings: You can control the HDD reserved space by using the scroll bar.
° Recording quota setting: Set the maximum recording quota of each channel.

(4) Scheduler

erording Scheduler

E5

Group name

Duplicate 1

192,168,130

182.168.1.87

|~ Disable recording scheduler for this channel

P Sch &
o P 2
i D001 02 02 04 05 08 07 02 09 10 1112 13 14 15 16 17 18 12 20 21 122 25

Bon fordey  -|b b S Ed fansy - i s[E]

[+ Continous Mode a

|~ Event Mode ‘ [~ Ilotionalamm [ [Sensoralam. ‘ Schedule Data List |t 5

[~Secondary Schedule Thal 15 outside The Prmary S chedule

+ Disable

" Continous Mode _'6

" Event Mode ‘ I Ilotion alasm I Sensor alamm ‘

| Undo | Cler | T | laae “— 7

(1) Choose one of the devices to set its recording schedule.

(2) Select the period: Click to set to record only once or record every day.
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(3) Select the recording time: Sets the periods of time in recording.
Select the Begin time and the End time the time markers will display above. Please use
the up (increase) and down (decrease) arrows to adjust the setting.
Add the selected period schedule. You can also hold down the left mouse button to
drag a period.
Erase the selected period schedule. You can also use the right mouse button to
cancel the period.

(4) Select the recording mode.

(5) Press to show the scheduled recording list.

(6) Set the secondary schedule: Activate or inactivate the

other recording modes besides the primary schedule.

(7) Option buttons:

Undo: Undo the latest changes.

Clear: Clear all the schedule markers in the current

editing area. o

Save: Apply the changes.

Close: Close the window.

(5) Sequence Views

This function enables you to use four modes to set the sequence of displays you want for the
Sequence Mode of the Live Monitor.

|!':' Sequence Yiews Setting

Setting

Sequence List

| Name IP Address Group MNarme Dl Tirme

Save All
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The user has to modify the “Sequence Views Setting” to make it work. For example, if you

want to see the 4-window sequence, please follow the steps given below:

Step 1: Click the Sequence Views button to enter the Sequence Views setting page.

Step 2: Select the “4 SEQ views” and the EE] 4-windows will show in the Location Setting
area.

Step 3: Select one of the four channels (Location1-4), then click the “ Setting” button.

Step 4: The 4 SEQ View(s) page will show below. Choose the device(s) and set the Dwell

Time (3-30seconds) from the drop-down list, then press the “Confirm” button.

% A4 IR View(s) - Locatsan |

Preage choose devices from the fivl for sagquance displyy image on Gpecity locatan.

Choose [ 1P Asdiess Gruup Mam Dveull Time

E MNetworkCam_11 | 1921660116 Croup_Network Ca. | Osecs ¥
1921880 748
192.168.0.004

192 168067

NitwarkCam_14
MetworkCam_24

Genig _Netenrk Ga Bancs

Oees @

1921680075
1921680176

Houp_Videa Servar

Step 5: Set the other channels as in step 3-4.

Step 6: Click “Save all” button, then press “Close” button to exit the setting page.

Step 7: Open the Live Monitor page, then click the (4 SEQ views) button to see the

4-window sequence.
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(6) Speed Dome

IP Address Group Nate £

3 19 116 b .
| | 192.168.0.245 | Metwork Came
NetworkCam 24 192.168.0.184 Groupl Netwotk Came
| MetworkCam 28 1192168 0.62 |Groupl Metwork Came L3
| MetworkCam 25 | 192 168 0248 |Groupl Metwork Came |
MetworkTamd5 192.168.0.20 Groupl Network Came v

1921680 116 - HetworkCam_ 11

[JiEnabling Speed Dome Controller of this channel can be operated in ths software |

MODEL: |PelcoD

ID: il vi
Protocol: (O RS232 () R5485 Configure
[ Have All ] [ Close ]
(] Tick mark to activate the Speed Dome Controller function of the selected channel. The

user can set the model, ID and the protocol here.

° Click “Configure” to enter to the RS485 setting page.

T Device Confizure
| R232 Setting | RS425 Setting |

Device: 192.168.0.116
Baud Rate:

Type:

Device ID: |1 V}

Update ] [ Close ]

(7) Authority Setup

* Anthority Setup

Authority setup: Change or add the user’s authority.
There are three different levels of authority , namely

Admin, Operator and Viewer.

Add New User
lu:-.m Pagswond J |
[Rathority ] [Admin B

' Barnr Usier |3 Cancel Edil | £ Delete |

)(ﬂnsll
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5. List of cameras and its groups:

The users can use the icons above

the list to change the groups’ names,

the devices' titles and the channels’

display modes.

6. Display area: Click the title of the

camera, and you will see the live
image in this area.
7. Device Recording: Click the “Start Record” button to start the recording mode and click

the “Config Record” button to set the details of the recording below.

8. Status of the speed dome controller.
9. You can interchange between two buttons here: the “Device Panel” and “Web page”
buttons.

The web page (please refer to section 5.1 for more details):
Ol %- £ w2

B EE 38K B Dot T Wik P
Sy~ [y ———
O i 11 - 1080

N w14 - TR 16802
fu |

0 i 75 1021001
O im0 08805
) i - 152, .30

By pepra—

I St - 2 180478
Attt - 12 IR0

L vmage | network | swviem | apphcaton | soced | peiir |

Broxy i Logoed 1 e GO/ I5E007 104599 veen ; 10 Cute B T | 120890 @

10.  Device information: The user can read a camera’s information, such as “Site Name”,
“Group Name”, “IP Address”, “HTTP Port”, “Device type”, “Monitor Alarm Process” and
the “ Connect Mode”.

11.  Recording Scheduler: Shows the recording information of the selected channel.
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5.2.4.4 Lock

i

monitor will be minimized into the systray*of the Windows taskbar. To unlock the command,

Press the button to lock the operation of this software, and the IP Surveillance

=
please click the & & button once, then type in the correct password.

IF Surveillance is in use and has been locked. Only admin
can unlock it.

User: admin |

Password: | )

*: The Microsoft Windows systray is a portion of the Windows 95, Windows 98, Windows ME, Windows NT,
Windows 2000, and Windows XP Operating Systems that helps display running programs. The systray is
located on the taskbar and is commonly in the bottom right hand corner of the screen next to the time
display.

5.2.4.5 Logout

Press the b button to logout the IP Surveillance software and = Montor

¥ Playback
the IP Surveillance monitor will be minimized into the systray of the W Settings
Windows taskbar. Tools »
If you want to return to the IP Surveillance monitor, please click the A Esit

=
L & button once, then select the page which you want to get into.

After typing in the correct user name and password, you can re-login to the software.

5.2.4.6 Tray

q

Press the button to minimize the IP Surveillance monitor into the systray of the

Windows taskbar.

=
Click the = button once to go back to the IP surveillance software.
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5.2.4.7 Exit Setting

[

is minimized into the systray of the Windows taskbar.

Press the button to exit the IP surveillance monitor which

&=
Click the & < button to select the functions on the list.

-

- |g__

Tool: 3

IMonitor
Playback
Settings

Lock
Logont

Exit

You can also change the password by clicking the “Tools” and “Change password” items on

the list. Enter the old password once and the new password twice, then press the “OK” button

to save it.

Change local admin’s password!

Ol Password: | |
New Pagswornd: | |

Confirm Password: | |

0t ] [ Cown ]
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5.2.4 The Image Viewer

The Network camera is equipped with a digital watermark. It's a checking software
which protects archived images and informs you whether the images have been
modified or not. Follow the instructions below to open an archived image from an SD
card or an HDD.

This is image integrity-protection software. It not only allows you to view an archived
image from the SD card or HDD of a computer, but also protects an archived image
from reproduction or interpolation. If an image isn’t in the original format made by a
Network camera, the Image Viewer will not display the image and instead will send a

warning message, " Not Correct Image ", right away. Close this message to enable

you to see the image now.

1. Pop up the START menu in your computer, and point to Programs / IP
surveillance / Tools to open up the program selection page. Click the Image

Viewer tag to start the Image Viewer program (see a sample screen below).

2. Click the RELOAD tag to load the images from a path.

3. Click the PRINT tag to get a displayed image printed out from a printer.

IJ Image Yiew

EOX

B |

sl 7

oLeAR | PrINT | DECETE

Mo thumbnails loaded

=Ty
£ Program Files
S noBrand
1P Surveillance vl
=

No thumbnedls
Ioaded
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4

6. ADVANCED OPERATION
Question 1:

PR e et e et \

How to view the live images of the IP camera via the Microsoft Internet Explorer on the

Desktop PCs or the laptop computers in a situation where there are no monitors or

lelevision? 7/

/

{The way to get the IP address of the IP camera without a monitor:
There are three way to get the IP address: Scan IP, UPnP and IP function.

Scan IP: Please refer to APPENDIX 1.
UPNP: Please refer to APPENDIX 2.

IP function: Please refer to APPENDIX 3.

Question 2:

Sy g g B g g g L gy g i S g S S gy S g gy

How to set up the motion detection area and its sensitivity? How to record into the SD card\i

|
for 30 seconds when the motion has been activated and use the Microsoft Internet Explorer;
|
to view the recorded files? |

L -

{Set up the motion detection

1. Click the application button in the home page.

2. Click the Motion detection button on the left side of the page to enter the “ALARM — MOTION
DETECTION” page.

3. Click and drag the mouse left button across a targeted zone to draw a red rectangle on the
image. You can also draw the other targeted zones as you wish.

4. Please Enable the motion detection function.

5. Set up the sensitivity level from: Lowest, Low, Medium and High to Highest.

6. Click the Submit button to submit the setting.

{Recording the images into an SD card while the motion detection function is working
1. Click the application button in the home page.
2. Click the Enable button below the ALARM item on the left side of the page to enter the “ALARM
APPLICATION ENABLE SETTING” page.
3. Tick on “Enable ALARM-SAVE into SD Card” to activate it.
4. Click the Submit button to submit the setting.
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NOTE: Please remember to insert the SD card into the built-in SD slot of the unit first.

{Set the recording time (the AVI duration) of the SD card

1.

2.

3.

Click the Application button in the home page into the “SD-Card APPLICATION SETTING”
page.

Choose the AVI Duration from the drop-down list.

If you want to record the file into the SD card for 30 seconds, please choose 30 seconds.

Click the Submit button to submit the setting.

{Use IE to view the recorded files

1.

Click the SD Card button in the home page to enter the page containing the “FILELIST of
MEMORY CARD".

2. Click the filename which you want to view.

3.

It will ask you to enter the username and password.

4. If you didn’t set the other player before, the AVI file will be played by the Windows Media Player.

Question 3:

intranet?

[How to use the DynDNS to connect the IP camera by using its Sub Hostname via the ]

{>Set the DDNS function

1

. Click the Network button in the home page.
2. Click the DDNS button on the left side of the page to enter the “DDNS SETTING” page.
3.
4

Tick on the “Enable DDNS Function” to activate it.

. Choose one of the DDNS Types from the drop-down list.

If you didn'’t register for a DDNS before, please choose one of the DDNS Type then press

“Apply” button to its registering homepage and register as a member.

. Enter the DDNS Host Name, DDNS Account and DDNS Password which you created in the

www.dyndns.com website.

. Click the Submit button to submit the setting.

NOTE: Please refer to the APPENDIX 4 for more details.

Set the PPPoE function
1. Click the network button in the home page.

2. Click the PPPoE button on the left side of the page to enter the “PPPoE SETTING” page.
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3. Choose “ON” from the “PPPoE mode” list to activate it.
4. Enter the Account and the Password which are provided from your ISP.
5. Click the Submit button to submit the setting.

NOTE: Please refer to section 5.1.8 for more details.

OUse the Sub Hostname to view the IP camera
1. Click the URL block at the top of the PC screen.
2. Type in the DDNS Host Name of the IP camera into the URL block and press the “Enter”
button to enter the login page.
3. Enter the user name and fill in the password.

4. Click the “OK” button and enter the home page of the IP camera.

Question 4:

[How to add or modify the users and their authorities of using the IP camera? ]

OEntering the setting page
1. Click the system button in the home page.
2. Click the Users button on the left side of the page to enter the “SYSTEM - USERS” page.
<OAdd a new user
1. Please enter the user name, the password, the confirmed password and choose the authority.
There are three different levels of authorities, namely Admin, Operator and Viewer.
Admin: The user who accesses with the admin name and password has the full power to even
change the settings of the IP camera.
Operator: The suggested choice for normal use.

Viewer: The user who accesses with just the viewer name and password has only a limited power
to view.
2. Click the Submit button to submit the new user’s setting.

OModify the user
1. Click the user name you want to modify on the User List.
2. Enter the password, the confirmed password and choose the authority.
3. Click the Submit button to submit the new setting.
ODelete a user
1. Click the user name you want to modify on the User List.

2. Click the Delete button.
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7. SPECIFICATIONS

Model Number DDK-1500
Video sensor 1/3" Sony Super HAD CCD (with HQ1 DSP)
System NTSC
Horizontal resolution 520 TV lines
Lens C/CS mount
Video  |Auto Iris type DC-iris
Day and Night Mechanical IR Cut Filter: Auto; Color / Monochrome
AWB 2500°K ~ 9500°K
AES 1/60 ~ 1/100000 sec
High speed shutter 1/1000 sec
Min. Color 05lux@ F1.2
illumination|g/w 0.03lux @ F1.2
Compression MJPEG MPEG4
Full D1
352 x 240 VGA
Resolution 720 x 480 (Frame) Half VGA
720 x 240 Half D1
720 x 480 (Filed) CIF
Image QVGA
Frame-rate -- 30/24/15 FPS
Picture size (quality) 4~64KB 64Kbps ~ 8Mbps (Bit rate)
Configurations Max AGC, Contrast, Brightness, WB, BLC, Sharpness,
Saturation, Flickerless, Mask area
Motion detection Motion Detection (96 zones, 5 levels)
Audio Built-in microphone 8 kHz sample rate
Interface Ethernet (RJ-45 wired, 10/100 base-tx), MDIX support
Network (Protocols TCP/IP, DHCP, HTTP, ICMP, UPnP, ARP, DNS, DDNS, PPPoE
Throughput 2.0M bytes/sec
Web browser Microsoft |IE 6.0 or above
Software PC Free bundle PC software supports 32CH recording

Development tools

ActiveX / HTTP-API / SDK

Security

Multiple level / Multiple users / IP address filtering
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Video output 1.0 Vpp, 75 ohm, composite, negative, BNC x 1
Alarm 1/0 1 input / 1 output
Connectors Serial port RS-485
SD card Alarm and Schedule recording / update
USB Configuration / Update
Reset Factory Default
LED indicator Power / Network indicator
Power requirement DC12V / PoE
Operating Temperature 0°C ~50°C
Dimensions 60(W) x 45(H) x 94(D) mm
Others | approvals FCC, CE, RoHS
Power adapter x 1
Accessories USB wire x1
User manual x 1
PC software x 1

*Specifications are subject to change without notice.

8. Functions of client PC

System requirement

Windows 2000, XP or above

Browser IE 6.x

Live Monitor Max. 16 Split, Real Time REC/ Capture/ Audio/ Live Event/ Full Screen
Playback Viewer Playback, Time / live event Search / Export (JPEG / AVI)

Settings Device/ System/ Camera management/ web page

Multi-camera link

Max. 16 camera
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APPENDIX 1. —-SCANIP

Follow the instructions below to use the SCANIP software to search the IP camera devices

from a local location.

1. Click the ﬂ button to discover the connection of the all-type device in the LAN. The
Device List will display the connection of the all-type device.

2.  Select the desired device from the Device List.

3.  Click the desired device to show the window while the IP camera information acts to

display the desired changes instantly.

Bl

Tiew Tool Help
7
Device Type Device Title MAC Address IP Address Http Part Gateway Address NET Mask DHCP
MPEG4 I i . 160
WIDEOQ_SERVER_4CH VideoServer 00-0C-0C-00-44-46 192, 1628.0. 16 a0 192.168.1.254 255.255.252.000 oN
MPEG4_IPCAM_HQ ipcam 00-0C-0C-00-2F-DC 192, 168.0, 134 a0 192.168.1.254 255.255.252.000 ON
MPEG4_IPCAM ipcamn 00-0C-0C-00-02-03 192 . 168.0.80 =in 192.168.1.216 255.255.252.000 oN
MPEG4_IPCAM ipcamn DA-CA-CA-CA-CA-OB 192 . 168.0.97 a0 192.168.1.254 255.255.252.000 oN
MPEG4_IPCAM ipcam 00-00-00-00-F1-39 192. 168 . 0. 167 =in 192.168.1.254 255.255.252.000 oN
16 Ch DVR (MUX) DR 00-0C-0C-00-A7-04 192.168.1. 170 =in 192.168.1.254 255.255.255.000 OFF
MPEG4_IPCAM RD7224MN1 00-00-00-00-F1-00 192.168.0. 178 80 211.21.20. 168 255,255, 252 . 000 ON
MPEG4_IPCAM_HO RD7226F 00-0C-0C-00-CC-F8 192, 168. 0. 236 80 211.21.20. 168 255,255,252 . 000 ON
16 Ch DVR (MUX) EDWR 00-0C-0C-01-04-C8 192.168. 1,250 =n) 192.168.1.254 255.255.255.000 OFF
IPCaM cam3 00-0C-0C-00-69-A4 192.168.0. 128 =) 192.168.1.254 255.255.252.000 ON
4 Ch DWR (MUX) EDWR 00-0C-0C-01-11-5E 192.168.0. 180 =) 192.1608.1.254 255.255.252.000 ON
1Ch DVR (FROM MUX) DR 00-0C-0C-00-44-092 192.168.0. 171 20 211.21.20.160 255.255.252.000 ON
IpcamM cams 00-0C-0C-00-7C-00 192.168.1. 180 20 192.168.1.254 255.2095.255.000 OFF
SIMPLE_IPCAM ipcarn CA-CA-CA-CA-CADS 192 168 1 ;218 = 192.168.1.254 255.255.252.000 OFF
16 Ch DVR (MUK) EDVR 00-0C-0C-00-00-49 192.168.0. 136 a0 0.0.0.0 255.255.252. 000 oN
Ready WM

4. Do you want to automatically search free IP?
If and when you want to automatically search the free IP, select “Yes” or “No”. If you click
“Yes” the software will provide the “Free IP Address” boxes on the right side of the
window. If you click “No”, these address boxes will not show.

=l

Do o want to execute anto sarch free ip?

Na |

1. Manual insertion of “Free IP Address”.
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If you have clicked “No”, please manually type in insertions as required in the “Free IP
Address”, “Gateway Address”, and “NET Mask”. Follow each insertion you make by
typing in the “Login Name” and “Password”, and click “UPDATE” to send your

alterations to the IP camera.

- Systemn Setup

Device Tile:  [lancam

-Address Setup
MAC Nurnber:
[P Address:
Cateway Addess
MET Mask:

-Login Setup

UFDATE EXIT

Ready

2. Automatically search “Free IP Address”.

If you clicked “Yes” the “Free |IP Address” box will appear on the right.

L x|
-System Setup -Free IP Address
Device Titk: [Tancam. 192.168.1 5
192.168.1.7
_ 192.168.1 8
Address Setup 192.163.1.11
MACNwmber: [0 -J0C| -[02) -[00 -[&  -[E5 192.168.1.12
Paddess [t [ [ 1 1B e
Gateway Addess: [157 [165 [ 1 [ 28 192188120
NETMsk  [255 [Z5 [35 [0 el
; 3 . 192.168.1.24
-Login Setup
Login Mame: |
Password: |
8
UPDATE | EXIT |
Eeady

3. Select and double click any of the addresses in the “Free IP Address” box on the right to
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enter it into an IP Address on the left.

I x|
-System Setup -Free IP Address————
Device Title: [fancarn 1921681 4
192.168.1.7
-Address Setup 1351231?1

MACHumber [0 -[0C -[0C| -[0 -[E2 | -[&5] 192.168.1.12
Paddess: [T [1e8 [1 [15 = SILEELED

192.168.1.17

GatewayAddxas:hgz s ] 1 .|254 192.168.1.20

NETMask  [35 [35 [ [0 v
-Login Setup

Login Mame: |

Password: |

UPDATE | EXIT

Ready

4. To change any IP address, type in the new address in the “Free IP Address” box on the
right as well as the device “Login Name” and “Password” in their respective blanks at

bottom left, then click “UPDATE”, and the new address will automatically be sent to the

device.
I x|
-System Setup -Free IP Address
Device Tifle [fancam 192.168.1.5
192.165.1.7
-Address Setup 192.165.1.8

192.168.1.11
192 163.1 12

S e e

[P Address: [12 [1& | T 192.168.1.17
Getewes Aakdrss: [T57 |— |1— = 192.168.1.20
NETMask  [255 [25 [ooo 133123131

-Login Setup

O —
( Pasaword: |—]

TFDATE EXIT

Ready

5. Click “Exit” at bottom right to shut the device.
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APPENDIX 2. —IP camera UPnP How To

The most troublesome issue when you setup an ipxcam® is that you have no idea what the IP
address of this device is. Now ipxcam® supports the UPnP (Universal Plug and Play) protocol
which makes it easier for you to examine it; however, it is a pity that Microsoft Windows XP®

doesn't start this service by default. Therefore, the following procedures will help you to turn it on

®
and discover your ipxcam step by step as shown in Figure1 below.

( START ” )

]

CHECK TP CLASS ‘

l

P YES
=T SAME CLASS T

[

‘ SET IP ADDRESS ‘

I

‘ INSTALL UPNP PACKET S |

!

\ TURN ON SERVICES |

I

‘ RESTART SYSTEM ‘

!

‘ CHECK MY NETWORK PLACES |

|

‘ DONE ‘

Figure 1 UPnP Setup Flow Chart

1. Check the IP class of your PC
®
In most case Microsoft Windows XP will assign an IP address, 169.254.*.*, automatically with a

subnet mask, 255.255.0.0, if the DHCP server is absent, while the default IP address of an

®
ipxcam is 192.168.1.168 with a subnet mask of 255.255.255.0. There won’t be any
communication due to different IP class domains, and you have to modify the relative settings or
the UPnP protocol won’t work; however, checking your own IP address is necessary. Here are

the procedures to check and modify them.

Step 1: From the Start menu, point to Settings, and then click Control Panel. See Figure 2.
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Set Program Access and Defaits

Frograms

Documents

Search
o ; & Frinters and Faxes
elp A S ppor
3 LR B, Taskbar and Start Menu

Run.

Shut Down.

Figure 2

Step 2: When Control Panel appears, double-click the Network Connections icon. The

Network Connections dialog box appears. See Figure 3.

¥ Control Panel

Fie Edt View Favortes Tooh Hep

O ©- F P
0 cCorsrotpare o )

Commerts #
ALRT o COmputer sethrgn for vison, ean.

s Lt
& Haly andd Sugger

, remove, e conlgure e e cas.
cmputer tazks b run suomatc aby.
T T U pe—
ACST Mado Cortrol Paret

Crange the sound scheme for your computer

e senver e brsce Figure3

Step 3: Click the Protocols tab in the Network Connections dialog box. See Figure 4.

. Network Cannections - BOX
Fle Edt Vew Favontes Tock Advanced Hep L]
Qs - 3§ Pzewan rosers [T X

A Htwiori Conmections - Beo
“ Hame Type St
EBroadband
et Ercachand Dmcormed)
LAN oF High-Speed Intemet

A Corretor LANCr Mgh-Spesd Intermet  Cormect

Beatke
Status
Repar |

Endge Connectons

E o&Pf & ¢E

Creaahe Shomot

Rerame

CE—

:| Figure 4

Step 4: When the Local Area Connection Properties dialog box shows up, choose Internet

Protocol (TCP/IP) and click Properties. See Figure 5.
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- Local Area Connection Properties ird[=S]

Grneinl | Authentication | Advanced |

Cannect using.

‘ =S Marosll vukon Gigabit Ethamat 10710071

I his connoction usos the tallowing Homs:

Uninstall K1 Fropertics >

smicsion Control Protacol/intormsot Protocol. The dofaultwids
area network protocol thet provides communication acrass
diverse intercannected networks.

[ Show icon in notihcation srca when connected
MNotif me when this connection has limited arne connectivit:

Figure 5

Step 5: In the Internet Protocol(TCP/IP) Properties dialog box, choose Use the following IP
Address to indicate that you do not wish to use DHCP, and assign IP Address
192.168.1.200 with Subnet mask 255.255.255.0.

Click OK when you finish it. See Figure 6.

Internet Pratacel (TCRAPR) Praperties

Cianarsl

“fou can got IF setings assigned sulomatically § your netwark suppors this
copabitty. Diharmse. you nesd ko a5k yous netwark administrator for the
appropiate F seng

() Dbt an 1P address sulcmatically

€T5] Use the tollowing I addiesls

IF addiass 16z 168 1 200 1>

Subinet mask (26 265 265 3D

Dialauh gateway:

(E) U tha tollewing DMNS sener addrasses
Pratonod DNS soner

Apmmate DNE sorer

L0 == 1] Figure 6

Step 6: Choose Close to finish the modification. See Figure 7.

Local Area Connection Properiies

General | Authertication | Advanced
Connget using

B Marvell'ran Gagabi Etheme 101000 Configa..

This conmoction uses the folowing Rams

i M Clinnt dor Microsck Motworks

# 2 i and Frimer Sharing for Microsal Neswarks
& W=Imemal Protacel (TCPAR)

Instal. ! Froparies
Description
Teensissian Cor The
L=l

diverse inarconneciad natwnoks

] Sherw scan in nathication ares when connected
[&#] Notity mo when this cosmactian hes limited ar no cannecity

Figure7
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2. Install UPnP Packets

®
As described before, Microsoft Windows XP doesn’t start the UPnP service by default; however,
we have to install some packets before we initialize it. The following steps will help you to install

them.

Stepl: From the Start menu, point to Set Program Access and Default, and then click it. See

Figure 8

Frograms
Y Documer s

= Sattngs

4 Search

Help and Support

Hun..

& | Windows XP

iy

Figure 8

Step 2: When the Add or Remove Programs dialog box appears, click the Add/Remove

Windows Components button. See Figure 9.

W Asd or Remave I'ragrami

Figure 9

Step 3: Check the Network Services in the Windows Component Wizard dialog box, and

then click Details.... See Figure10.
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Windows Components Wizard E

‘Windows Components
*r'ou can add or remove components of Windows KPR

Ta add or remiove & camponent click tha checkbox A shaded box means that anly part of
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Camgonants:

gt Churnaineg nomMe A&

207 M8
‘and Parit Senvices 00 ME
1Bl Dutluuk, Exuiess 0mE ¥
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Tobal desk space requined. 56,3 ME
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|_ cBock || Nows | [ canas J i
Figure 10
Step 4: Check UPnP User Interface, and choose OK. See Figure 11.
Netwaorking Services

To add or remove & component, click the check box. A shaded box means that only part of the
componentwill be installed. To see what's included in a componert, click Details
Subcomponents of Networking Services:

Internet Gateway Device Discovery and Control Client 0.0 B
O & Peerto-Peer 0.0 MB
[ SRIP Listener 0.0 MB
[ = Sy

i L UPHP
Description: Displays icons in by Network Flaces for UPnP devices detected on the
netwvork. Also, opens the required MWindows Firewall ports
Total disk space required 563 MB
Space available on disk: 24044.0 MB
-
Figure 11

Step 5: When the original Network Component Wizard dialog box returns, click Next. See

Figure12.

Windows Compon: rd

‘Windows Componenis
“'ou can add or remiove companas of Windows XF.

Ta add or remove o comp click he checkbox A shaded b thot only past of
thir componit will b instaliog. To soe whars included in 8 component, click Dt

Componenls

L = Message Oueuing 0OMB (&

(| ajumer Hetwork File and Print Senaces LomMB
L 58 Outlnak Exorezs noME =
[= phion:  Cortaing & vaniety of senices
Tatal deek spACa requirad: 56,3 ME o
atails...
Space available on disk: 240432 WD |— —= ]

oo o D[ s |

Figure 12
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Step 6: After about one minute the UPnP installation will be done, and choose Finish to close it.

See Figure13.

Windows Components Wizard x

Completing the Windows
Components Wizard

Vo hawe suceassfully complatad the Windows
Companarits Wizard.

Tu duse thiy wicand, lick Finesh

C e | D i
Figure 13

3. Turn on Services
After installation, we should turn on the relative services to start the UPnP protocol. The following
procedures will teach you how to do it.

Step 1: From the Start menu, point to Settings, and then click Control Panel. See Figure14.

@ Set Program Access and Defaults

Programs

2 Documents

) Search » @ Network Cormections
'@ Printers and Faxes

) Help and Support
E Taskbar and Start Meru

RLIA...

©
=
=1
ey
e
=
=]
a
o
>
n
=
o
h-}
£
a
]

Figure 14

Step 2: When Control Panel appears, double-click the Administrative Tools icon. The

Administrative Tools dialog box appears. See Figure15.
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Step 3: Click the Services icon in the Administrative Tools dialog box. See Figure16.
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Figurel6

Step 4: When the Services dialog box shows up, double click the SSDP Discovery Service

icon. See Figure17.
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Step 5: Choose Automatic in the Startup type, and click OK to start it. See Figure18.
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Step 6: When the Services dialog box appears again, double click the Universal Plug and Play

Device Host icon. See Figure19.
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Step 7: Choose Automatic in the Startup type, press the Start button, and click OK to start it.

See Figure20.

ersal Plug and Play Device Host Prope

Gene-al ‘ Log On |! Recovery ” Dependenzies |

Service name: ugnphost

Display name: iUmversaI Flug and Flay Device Host

Description [Provides supportto 1ost Universal Plug and Play
devices

Path to executable:

|C W INDOWYS,System32ievchostexe -k _ocalService

Slarup lype. |Autumnln_
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Service status: a a]=ls)

Stop
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Start parameters:

e
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Figure20

Step 8: Restart your system.
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®
4. Scan ipxcams through My Network Place

After your installation and starting services, the UPnP protocol will take effect. You can scan all

®
ipxcams in My Network Place like Figure21 and Figure22 below.

Figure2l

2 wry Paiwesrk Places

bk

JFigure22

Just double click the UPnP MPEG4 IP camera the video live stream will pop up automatically

®
without assigning any IP address in Microsoft Internet Explorer .
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APPENDIX 3. -The ARP function

Setting the IP Address

The Ethernet interface on the ipxcam has a default IP address (192.168.1.168) that most likely
needs to be changed to make it work on your local network. You need to acquire a unique IP
address (ask your network administrator). For the initial setting of the IP address the ipxcam needs
to be connected to the same network segment as your client, and the IP address can then be

configured by using a combination of ARP and ping command.

Use any of the following ways to set the IP address within thirty seconds after booting the ipxcam

(re-cycle the power). Setting IP using the method below can only be done on the Ethernet interface.

ARP and ping from Windows or MS-DOS:
The user can open the PC's MS-DOS windows from the WINDOWS 98 operation system, or open
the PC's Command Prompt windows from either the WINDOWS 2000 or the WINDOWS XP
operation system.
1. Starta DOS prompt window
2. Type the following in 30 seconds after the booting:

arp -s <IP address> <Ethernet address>

[or arp -s <IP address> < MAC address>]

ping <IP address>

Example:
arp -s 192.168.1.100 00-0C-0C-00-00-01
ping 192.168.1.100

The IP address now is: 192.168.1.100.
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ARP and ping from UNIX or GNU/Linux:

1. Startashell

2. Type the following as superuser (root):
arp -s <IP address> <Ethernet address>
[or arp -s <IP address> < MAC address>]
ping <IP address>
Example:
arp -s 192.168.1.100 00-0C-0C-00-00-01

ping 192.168.1.100

The device responds to the ping in the examples above if the new address was configured. Note,

this method will set the IP address permanently.

Note: The default account and password after the reset are root and Admin.
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APPENDIX 4. —Register as a DDNS member

The DDNS (dynamic domain name system ) is a function which is provided by an American
company. Please refer to www.dyndns.com. This chapter provides the user with the basic

instructions on how to register a free DDNS service.

Registering for a DDNS
Enter the URL www.dyndns.com. In the upper right-hand corner of the main page, where

there is an item, "Create Account”, as shown in Figure 1.
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Figure 1
Create an account
After clicking "Create Account”, you will enter the Create Account page. Please complete
the form at the bottom of the page to create your account. You will receive an e-mail
containing instructions to activate your account. If you do not follow the directions within 48

hours, you will need to recreate your account.

Set up the DDNS
After creating the account successfully, please enter your user name and password in the
upper right-hand corner of the main page to login, as shown in Figure 2.

After you login successfully, a text will appear saying “My Services”, as shown in Figure 3.
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Figure 3
Click “My Services” to enter the service page. Please click the “Add Host Service” item
which is below the "My Hosts" item, as shown in Figure 4.

Click “Add Host Service”, and its service items will appear. The Add Dynamic DNS Host

item helps to add a new DDNS. Each member may have only one free account, and one
free account can have only five DDNS.

Click Add Dynamic DNS Host to enter the DDNS setting page as shown in Figure 5.
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All we have to set in this page is the “Hostname” item. The user can choose a Sub

Hostname as s/he likes from the right-hand side of the Hostname’s drop-down list.

NOTE: You don’t have to set the “IP Address” in the same format as the camera’s IP
Address. It will renew the IP Address automatically.

After finishing the setting, please press the “Create Host” button as shown in Figure 5.
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APPENDIX 5. -MPEG4 Bit Rate Lookup Table of IP camera

1. When frame rate is higher than 15 frames/second (15 is not including):

Highest High Medium Low Lowest

FULL D1 3 2.5 2 1.5 1
VGA 2.63 2.25 1.75 1.31 0.88
Half D1 1.5 1.25 1 0.75 0.5
Half VGA 1.31 1.13 0.88 0.67 0.44
CIF 0.75 0.63 0.5 0.38 0.25
QVGA 0.66 0.56 0.44 0.38 0.22
ZOOM * 2 3 2.5 2 1.5 1
ZOOM * 3 3 25 2 1.5 1
ZOOM * 4 3 2.5 2 1.5 1

2. When frame rate is lower or equal to 15 frames/second:

Highest High Medium Low Lowest
FULL D1 2.25 1.94 1.5 1.13 0.75
VGA 1.94 1.69 1.31 0.98 0.66
Half D1 1.13 0.94 0.75 0.56 0.38
Half VGA 0.98 0.84 0.66 0.49 0.33
CIF 0.56 0.47 0.44 0.28 0.19
QVGA 0.5 0.44 0.34 0.25 0.19
ZOOM * 2 2.25 1.88 1.5 1.125 0.75
ZOOM * 3 2.25 1.88 1.5 1.125 0.75
ZOOM * 4 2.25 1.88 1.5 1.125 0.75

*The unit is in Mbps/second.
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APPENDIX 6. -FAQ

1. How to disable the DHCP function and use a static IP instead?
A : Turn up the “DIP SWITCH” from “3” to “4” and change the relative network settings, the IP

Address, NetMask and Gateway on the image web page.

2. Can the SD card be removed during recording?

A : No, it cannot be removed until the recording comes to a single point. The POWER LED
flashing light signals the SD card is operating. The green light indicates the unit is activating. The
red light warns the SD card cannot be removed. If the SD card is withdrawn in this mode, the

card will break.

3. I've set the function of “Motion Detection” but it doesn’t seem to work.

A : Check if “Motion range” and “Sensitivity” have been set before activating the function.

4. My AVI files recorded in the SD card cannot be displayed. What can | do to display the files?
A : Please visit “http://www.morgan-multimedia.com/” to download “Morgan M-JPEG codec” and

install it, and then check the selection of the “IJP Core”.

5. How to turn on/off the OSD (on screen display) on/off on the IP camera?
A Visit the homepage - tailpage.htm of the device, and select "ON" or "OFF" in the OSD column.
Example: suppose the IP address of the device is 192.168.1.168

Type in http://192.168.1.168/tailpage.htm ( a registration is needed) and select "ON" or "OFF" in

the OSD column.

WARNING: Please write down the IP address of the device before you turn off the OSD.

RMN010014Q v1.2
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